Strengthening Security with Intel® Platform Trust Technology

Use Cases for Intel® Platform Trust Technology with Windows® 8-Based Tablets using Intel® Processors

Executive Summary

Many Windows® 8-based tablets using Intel® processors include Intel® Platform Trust Technology (Intel® PTT). But what are the use cases for this technology? This paper explores some of the available use cases including strengthening the authentication process for disk encryption, embedded smart cards for reducing IT costs and improving the user experience, measured boot for making platforms more trustworthy, and hardware key attestation for making digital certificates more trustworthy.

Disk Encryption

Disk encryption mitigates risks associated with data loss when devices such as tablets are lost or stolen. Data on local storage devices is encrypted and an authentication process must be completed before data is decrypted and accessible.

Many organizations chose an authentication method requiring a valid PIN or passphrase to be entered during a pre-boot authentication (PBA) process before data can be decrypted allowing the tablet to boot to the operating system. One of the threats to this authentication method involves substituting one or more of the boot components with malware that captures the PIN or passphrase for later use by unauthorized users to decrypt the disk.

Intel PTT with Windows 8 based BitLocker Disk Encryption technology and Secure Boot technology delivers a solution that strengthens the authentication process.

Intel PTT improves the authentication process by enabling disk encryption keys to be locked (or sealed) to the platform configuration so that keys are only released if the platform configuration has not changed from a known good configuration. Attempts to substitute boot components or interfere with the boot device order cause the platform configuration to change and Intel PTT to refuse to release disk encryption keys.

Secure Boot technology records the platform configuration into Intel PTT during the boot process and BitLocker® disk encryption technology seals the disk encryption keys against the platform configuration.

Virtual Smart Cards

Smart card technology can be used for authentication, digital signing, and data encryption.

Discrete smart cards have certain characteristics that make them attractive from a security perspective:

- **Crypto operations** are performed by an isolated processor on the smart card to reduce the risk of malware interference.
- **Standard digital certificates** used for authentication, digital signing, and data encryption usage scenarios can be stored on the smart card.
- **A PIN** must be supplied to authorize access and use of the digital certificates stored on the smart card.
Anti-hammering logic is built into the smart card to prevent brute force attempts by unauthorized users to guess the PIN.

Smart cards are portable so they can be used with different endpoint devices and stored separately from the device.

However, discrete smart cards have some potential drawbacks:

- Costs associated with supplying and maintaining discrete smart cards and readers
- User requirement to carry their smart card to perform authentication, digital signing, or data encryption operations with their endpoint device
- Loss of productivity if users forget or lose their smart card
- The experience of using a discrete smart card reader with newer mobile form factor devices such as tablets, which rarely contain a built-in reader

Intel PTT with Windows 8-based Virtual Smart Card* (VSC*) technology delivers a solution that eliminates the drawbacks associated with discrete smart cards while retaining most of the benefits.

Intel PTT and VSC are both built into the platform, eliminating costs associated with supplying and maintaining discrete smart cards and readers. Because the smart card and reader are built into the platform, the platform effectively becomes the smart card, simplifying the user experience. Users no longer need to remember to carry their smart card. The VSC reader, being integral to the platform, is simple to use and not vulnerable to physical failures or connectivity issues.

Intel PTT includes a separate crypto processor for performing security key operations in an isolated hardware environment.

VSC technology is compatible with standard digital certificates used for authentication, digital signing, and data encryption scenarios. Digital certificates enrolled using VSC devices are stored in the operating system and accessed by application software using existing smart card APIs. All security key operations associated with those digital certificates are performed within the Intel PTT isolated hardware environment, reducing the risk of malware interference.

Intel PTT and VSC technology require PINs or passphrases to be used to authenticate users before digital certificates enrolled using VSC devices can be used. Intel PTT incorporates anti-hammering logic to prevent brute force attacks against those PINs and passphrases.

**Measured Boot**

Measured boot is used to measure the firmware and operating system components present in the platform boot path. These measurements can be later retrieved and compared with a set of known good measurements to evaluate the trustworthiness of the components used during the boot process. Called remote attestation, this use case can be used as part of a decision-making process to determine whether a platform can be used to access sensitive services or data.

Intel PTT provides several capabilities to support measured boot:

- Tamper-resistant storage, available soon after initial platform power on, where measurements for each firmware and Operating System boot component can be stored
- Hardware-based signing of measurements when they are retrieved for later inspection to ensure measurements are genuine

Using measured boot as part of a complete solution requires additional software components to request and retrieve measure-
Conclusions

Intel PTT is included in many Windows 8-based tablets using Intel processors. It can contribute to reducing IT costs, improving the user experience, and improving security.

Learn more about security solutions from Intel here.

Hardware Key Attestation

Hardware key attestation enables services to determine whether security keys are stored and processed (i.e., protected) by hardware rather than software. Hardware key storage and processing is considered less vulnerable to malware attack; therefore, the ability to distinguish security keys protected by hardware enables IT to make decisions based on this characteristic. For example, digital certificates used to authenticate access to sensitive resources or sign sensitive documents may only be issued by certification authorities if the associated security keys are protected by hardware.

Intel PTT, with Windows 8-based platforms and Windows Server 2012 R2, can be used to deliver a solution for hardware key protection and hardware-based key attestation.

Intel PTT provides hardware key protection by using a separate crypto processor to perform security key operations in an isolated hardware environment.

Windows 8 and Windows Server 2012 R2 based Active Directory Certification Services implement a certificate enrollment protocol that includes optional hardware key attestation.

Intel PTT includes a hardware-resident Endorsement Key (EK) unique to each platform. This can be used by active directory certification services to determine if certificate enrollment requests are associated with security keys protected by hardware. Based on this information, certificates can be issued or denied.
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No computer system can provide absolute security under all conditions. Intel® Trusted Execution Technology (Intel® TXT) requires a computer with Intel® Virtualization Technology, an Intel TXT-enabled processor, chipset, BIOS, Authenticated Code Modules and an Intel TXT-compatible measured launched environment (MLE). Intel TXT also requires the system to contain a TPM v1.s. For more information, visit http://www.intel.com/technology/security

Software and workloads used in performance tests may have been optimized for performance only on Intel microprocessors. Performance tests, such as SYSmark and MobileMark, are measured using specific computer systems, components, software, operations and functions. Any change to any of those factors may cause the results to vary. You should consult other information and performance tests to assist you in fully evaluating your contemplated purchases, including the performance of that product when combined with other products.

Results have been estimated based on internal Intel analysis and are provided for informative purposes only. Any difference in system hardware or software design or configuration may affect actual performance.

Intel does not control or audit the design or implementation of third-party benchmark data or Web sites referenced in this document. Intel encourages all of its customers to visit the referenced Web sites or others where similar performance benchmark data are reported and confirm whether the referenced benchmark data are accurate and reflect performance of systems available for purchase.

A "Mission Critical Application" is any application in which failure of the Intel Product could result, directly or indirectly, in personal injury or death. SHOULD YOU PURCHASE OR USE INTEL'S PRODUCTS FOR ANY SUCH MISSION CRITICAL APPLICATION, YOU SHALL INDEMNIFY AND HOLD INTEL AND ITS SUBSIDIARIES, SUBCONTRACTORS AND AFFILIATES, AND THE DIRECTORS, OFFICERS, AND EMPLOYEES OF EACH, HARMLESS AGAINST ALL CLAIMS COSTS, DAMAGES, AND EXPENSES AND REASONABLE ATTORNEYS' FEES ARISING OUT OF, DIRECTLY OR INDIRECTLY, ANY CLAIM OF PRODUCT LIABILITY, PERSONAL INJURY, OR DEATH ARISING IN ANY WAY OUT OF SUCH MISSION CRITICAL APPLICATION, WHETHER OR NOT INTEL OR ITS SUBCONTRACTOR WAS NEGLIGENT IN THE DESIGN, MANUFACTURE, OR WARNING OF THE INTEL PRODUCT OR ANY OF ITS PARTS.

Intel may make changes to specifications and product descriptions at any time, without notice. Designers must not rely on the absence or characteristics of any features or instructions marked "reserved" or "undefined". Intel reserves these for future definition and shall have no responsibility whatsoever for conflicts or incompatibilities arising from future changes to them. The information here is subject to change without notice. Do not finalize a design with this information.

Intel may make changes to specifications and product descriptions at any time, without notice. Designers must not rely on the absence or characteristics of any features or instructions marked "reserved" or "undefined". Intel reserves these for future definition and shall have no responsibility whatsoever for conflicts or incompatibilities arising from future changes to them. The information here is subject to change without notice. Do not finalize a design with this information.

The products described in this document may contain design defects or errors known as errata which may cause the product to deviate from published specifications. Current characterized errata are available on request. Contact your local Intel sales office or your distributor to obtain the latest specifications and before placing your product order.

Copies of documents which have an order number and are referenced in this document, or other Intel literature, may be obtained by calling 1-800-548-4725, or go to:
http://www.intel.com/design/literature.htm