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Please visit supplier.intel.com/forms or scan the 2D matrix for the most current 
revision of this and related forms.  Prior revisions may not be accepted.  This 
form may not be modified.   

Minimum Access Standard:  Access to Intel facilities is a privilege that may 
be granted upon request at Intel’s sole discretion and access may be revoked at any time 

without notice.  Each Supplier/Partner/Customer/etcetera (“Supplier”) must take 
reasonable steps to screen every worker they place at Intel and exclude any worker who 
poses an elevated risk of harm.  The following should be considered: 

1. Threatening behavior, violence, harassment or stalking, inside or outside the 
workplace, which potentially puts other people at an elevated risk of harm.   

2. Theft, dishonest, or unethical behavior, inside or outside the workplace, which 
potentially puts assets at risk of theft, or otherwise indicates the person is inclined to 
engage in unethical behavior.   

3. Illicit drug use that potentially creates an elevated risk of inappropriate behavior, 
accidents, or theft.   

4. Any other behavior(s) that put other people, assets, or a professional workplace 
environment, at an elevated risk.   

Intel considers the Supplier accountable for any individual misconduct that brings harm to 

people, assets, or Intel’s reputation.  It is up to each individual Supplier to establish its own 
screening procedures and to comply with applicable laws, agency regulations, etcetera.  In 

addition, the Supplier is responsible for verifying the identity of each worker the Supplier 
places at Intel, and to ensure the worker has the legal right to work or operate in the 
location and capacity they are assigned.   

Request & Certification:  I am an authorized manager or management representative of 
the Supplier.  I request unescorted access for the following worker:   

Worker Name:          WWID (if known):      

I affirm that all appropriate screening has been completed (or will be completed without 
delay), and should any disqualifying issue arise or become known during the Intel 

assignment, my company or organization will immediately end the assignment, recover the 
worker’s Intel access badge if possible, and notify Intel through proper channels to disable 

access.   

Supplier Manager Signature:               

Printed Name:            Date:        

Supplier Name:                 
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