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M IP 7PRLAZEUY—RICEIDHTET, RvhT—IH VPN TEHESNRESITIL—FT1VIOHBANRELGLELD, BEGOZOMORY ~
D—U&HEEEEIT D7 RLAEROER IS TR EHHIELET, BHICTTICUTIRANDTSAR—k IP FHEnHdBE, FrRIFSEHTE
ITRHREENDDIERICTIIL—FT AV ITDFRENRELEWLD, Ry ED—ORMF—AICHEKLT, FETEERIP 7RLATOvOEFELET,

VPC ZER LIz, YRV EEERLEY, DTRY REFERTIE, RYET—ODO7 RLAEEO—HEZT TRV REIDHTT VPC Ry
D—0%TIXVMETEERYT, HIRY ML, BIRSNEU—-IJ3aVRAD 2 DORROTZRAISEUT 14—V —2 (AZ) TEMELET, TNITLD,
F—HIR—REA VT EMA 7 U —ay BN E EENET, ZOUYV—RIC/NNTUYT IP 7RLRICKDEZEOTI VI—Rv 7ot
ZBBENESHTHLT, NTUYIHTRYRETSAIN— B TRy OB AEERLET

FIAILETIE, AWS* 7717 IA—ILIFUY —RICNT DA VNIV R PO ZRE—NFRILERA. ZDRSH, RYED—ODFTOMRT
N—]RELT, INBEOUY—ZANDORY ED—OBEETEEICTDRRDICEFaUT1— - TIL—TOERETVLET,

RETY Y ORENREHE/NSLTBEH,VPC 7717 IA—)L&N LIz RDP [FFFRIENERA. ZORDODIC, AWS* Session Manager (tzw
23y -Yx—Iv—) = FEALT, VMOUE-FEBZERLET, Fr, 28T —/N\—-F7O0 XV bTIE, RETIVIFNTUVTIP 7RL
AEFEERA.

VPC OFAICDLTIE, WTOUYOZESRELTIESL,
https://docs.aws.amazon.com/vpc/latest/userguide/what-is-amazon-vpc.html
https://docs.aws.amazon.com/AWSEC?2/latest/UserGuide/using-vpc.html

4.2 VPC OfER

INTUwOHTRY D1 DOHFOY VT IV - B—\— - F 704 XY LUDMTOIEVER L VPC D —REFERATEEIN, PET—N\—-F7
O XY RTIETDAHF—RTIIT+DTY, ZDies, TTTIFINTORY RD—0-AVR—R Y hEFEITER LT, BDEGEREDBEEICHND
KIICLFT,

4.2.1 VPC H—EZXN\DIZE)

Services (Y—ERX) XZ1—7T, Network & Content Delivery (Ry kD —F+>45 & 1
g%) Networking & Content VFVVEME) D VPC EEIRLET,
Delivery
VPC
CloudFront
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https://docs.aws.amazon.com/AWSEC2/latest/UserGuide/using-vpc.html

4.2.2 VPC OERX

@ New VPC Experience
Tell us what you think

VPG Dashboard nes Your VPCs info
Filter by VPC:

‘ C H Actions ¥
Q Select a VPC

Q
VIRTUAL PRIVATE
CLOUD 1 &

Your VPCs

Subnets Name

VPC MY R/\—hH\5 Your VPCs (1= VPC) ZZIRLET,
Create VPC (VPC Z{ERk) Ry &I UVOILET,

4.2.3 VPC OFMDEE

create VPC Info

A VPC is an isolated portion of the AWS cloud populated by
AWS obijects, such as Amazon EC2 instances.

VPC settings

Name tag - optional
Creates a tag with a key of 'Name' and a value that you specify.

intel-ema-network

IPv4 CIDR block Info

10.250.0.0/24

IPv6 CIDR block Info
© No IPv6 CIDR block
Amazon-provided IPv6 CIDR block

Tenancy Info

Default v

RY D= OFBERERDESICAALET,

« Name Tag (Name #7): —2®0 VPC BZAALET,
Bl : intel-ema-network

- IPv4 CIDR block (IPv4 CIDR 70Ov %) : B TRy b EE8HD
DIC+RBRESEROREADRY FT—0ZERLET,
5l : 10.250.0.0/24

Create VPC (VPC Z{ER) MY V& OUVILET,
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4.3 YITRYEDOIERK

4.3.1 Subnets (Y 7XRv k) EHEANDOIZE)

@ New VPC Experience
Tell us what you think

Create subnet Actions v

VPG Dashboard new L - B 2
Filter by VPC: Q None found
4
Q seleclavr You do not have any Subnets in this
VIRTUAL PRIVATE region
CLOUD

Click the Create Subnet button to
Your VPCs HNev create your first Subnet

Create subnet

Route Tables

VPC O 1 R/X\—H\5 Subnets (P 7Rw ) ZBIRLET,

4.3.2 1D2BOTSAN—+-BTRYOIER

Create subnet

Specify your subnet's IP address block in CIDR format; for example, 10.0.0.0/24. IPv4 block sizes must be
between a /16 netmask and /28 netmask, and can be the same size as your VPC. An IPv6 CIDR block must
be a /64 CIDR block.

Name tag private-uswia [i]

VPC*  vpc-05506a755ff48bf6e + O

Availability Zone  us-west-1a + O
VPCCIDRs  cipR Status Status Reason

10.250.0.0/24 associated

IPv4 CIDR block*  10.250.0.0/26 (i )

* Required Cancel

Create subnet (U7 RvY h&{ERE) RYVEIUVILET, TRy
FELTOESICERELET,

« Name tag(Name #%) : —E0Y TRy ~EZEBELET,
5 : private-uswla
o VPC: GIFEEHLIERERY FO—0EBIRLET,

« Availability Zone (PRI1SEUF 11—V =) SEDHR
Etld 2 DOERIDY - %= FERT Sz, 1 DBISERLE
V—U%ZZTERLET,

5 : us-west-1a

« IPv4 CIDR block (IPv4 CIDR Z7Ow%) : VPC 7 RL X%
AOKRERD IP 7OvIEBIRLETD,
5 : 10.250.0.0/26

Create ({fERE) Ry V& IUYVOLET,

43.3 2 DBDOTSAIN—F-YTRYEFDOER

Name tag private-uswib

VPC*  vpc-05506a755ff48bf6e A
Availability Zone = us-west-1b v
VPC CIDRs  ¢ipR Status Status Reason

10.250.0.0/24 associated

IPv4 CIDR block*  10.250.0.64/26

Create subnet (Y7 XRv F&{ERE) Ry EIUVILET,
IRV EENTOLSICHRELET,

« Name tag(Name #%): —E0OYT7RY ~EEEELET,
5 : private-usw1b

o VPC: GIFEERHLARERY DO —0=BIRLET,

« Availability Zone (PRASEUF 11—V =) : SEIDE
EtclE 2 DnEBIDY — & ERT S, 2 DBEICGRIRLE
V—2&IZTERLET,

Bl : us-west-1b
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« IPv4 CIDR block (IPv4 CIDR 700w %) : VPC 7 RL A ZERS
AORERD IP 7OV I%EBIRLET,
5 : 10.250.0.64/26

Create ({ERE) Ry E O UVILET,

4.3.4 1 D2BONFVYIOHITRY DIER

Name tag public-uswla
VPC*  vpc-05506a755ff48bf6e v
Availability Zone  us-west-1a -
VPC CIDRs DR Status Ste

10.250.0.0/24 associated

IPv4 CIDR block* | 10.250.0.128/26

Create subnet (U 7Ry &{ER) MYV 20Uy ILET,
PBITRY RN TORIICEELET,

« Name tag(Name #%) : —E0OY TRy ~BEEELET,
%l : public-uswla

o VPC: ZIFEEHLIZRERY D —0Z8IRLET,

« Availability Zone (PRASEUF 11—V =) : SEDH
ETlE 2 DERIDY - &ERT S, 1 DEICEIRLE
V-V ITERLETD,

Bl : us-west-1a
« IPv4 CIDR block (IPv4 CIDR Z70Owv%) : VPC 7 RL X%/

AOKERD IP 7Oy I=BRLET,
5 : 10.250.0.128/26

Create ({ERY) Ry V&I UVILET,

4.3.5 2 DBDONFTVYIOHTRYDIER

Name tag public-uswib
VPC*  vpc-05506a755ff48bfGe hd
Availability Zone = us-west-1b v
VPCCIDRs ¢jpR Status Stz

Create subnet (U TRy h2{ERE) MYV EIUVILET,
BIRY RN TOLSICERELET,
« Name tag(Name #%) : —EOY 7Ry ~EZEBELET,
5 : private-usw1b
« VPC: EIFEERLIRERY FO—OZBRLET,

« Availability Zone (PRISEUF 11—V =) SEDHR
stld 2 DOERIDY —> %= FERT Sz, 2 DBISERLE

10.250.0.0/24 associated V==l TERALEY,
Bl : us-west-1b
IPv4 CIDR block* | 10.250.0.192/26 « IPv4 CIDR block (IPv4 CIDR 70Ow#%) : VPC 77 RL R 2=
RAOKRERAD IP 7JOvoEBIRLET,
5 : 10.250.0.196/26
Create ({ER%) MYV EOIUVILET,
4.3.6 YITRYOHEER
T T T e———— YTRY FOUX FERRBLET, 4 DOY TRy FHYERSN TS
: , ENER

private-uswla  subnet-0850a... available vpc-0550... 10.250.0.0/26

private-usw1b  subnet-016e1... available vpc-0550... 10.250.0.64/26

public-usw1a subnet-07aff7... available  vpc-0550...  10.250.0.128/...

public-usw1b subnet-0110cd...  available vpc-0550... 10.250.0.192/...
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4.4 NITVVHOYTRYEBAII—RVE - T =LA DIER

NTUYOGTRY B A VI —RY NS Ty 0%I =TV TTRRD, 1VF—Rv T =Dz 7OCLTVPCICTIYFI B

ENHOET, IL—T1VIDREIIBEOEIYIVTITVET,

441 AV—RYVbE-T—bkIO1DOIERK

» VIRTUAL PRIVATE Internet gateways info

cLoup — =
Your VPCs ne: P C ‘ Actions ¥ Create internet gateway
Subnets Q

Route Tables

1
Internet Gateways Ne

Internet gateway settings

Name tag
Creates a tag with a key of 'Name' and a value that you speci

public-igw

VPC MY+ R/\—m5 Internet Gateways (15 —XRv bk - &—F
DIA)EERLET,

Create Internet gatway (19 —Rv bk » F'—kO 1 DIERK) 20
UyILFERT,
Name 5#0%AALET, I : public-igw

B FERIC3D Create Internet gateway (15 —Rv bk - &=k~
ITADERM) K5V ZEOUVvILTRTLET,

442 VPCADAVHI—RYE-T—LIz1DTIVF

(@ The following internet gateway was created: igw-093a4663d228920c6 .
You can now attach to a VPC to enable the VPC to communicate with the

internet.

igw-093a4663d228920c6 / public-igw

V=R Y b T—hDTADMERENDE, VPCICTHYFIBIL
ERTTOVIMRRSINET, RRSNRIVZTUYILET,
Actions (7023>7) XZa—h\obRECRENRTEETT,
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4.43 TIVFOHEMOAND

: %IFLIERLE VPC B BRLET,
AttaCh to VPC (lgW' Attach internet gateway (1 5 —Rv bk - =k IT1 D7 IVF)

05adc82a6f3c7c0e0) i REYEIUYILET,

VPC

Attach an internet gateway to a VPC to enable the VPC to
communicate with the internet. Specify the VPC to attach
below.

Available VPCs
Attach the internet gateway to this VPC.

Q. vpc-04454c04a27d0c893 X

» AWS Command Line Interface command

Cancel Attach internet gateway

4.5 TSANR—bk-BTRYED NAT =D 1 DIER

NAT —bkozAlE, UV—ANT ORIV R A VIRV - b STVIDRERIV RELTY —VATERTERZY —VUY—RTY, NAT
F—r Iz F7 RLAZEREEERTL, FST1vI% VPCRHADAVI—RY T — I/ ICERELET, CITIE, 1 DY TVLTHIEREIMR
TndLS, 2 DDTPRASEUTF1— V=W LT 1 DT DIEMLET,

4.5.1 NAT ¥'—bOz1/ \DIEE)

VIRTUAL PRIVATE NAT gatewavs i VPC MY R/\—H\5 NAT Gateways (NAT - I*'?I‘f) ZEIRL
cLoup 9 ys info =7

Your VPCs tew . ‘ &) ‘ L ER B Create NAT gateway

Subnets Q

Route Tables
1 @

Internet Gateways wew

Egress Only Internet
Gateways New

Name v NAT gateway ID
DHCP Options Sets new

Elastic IPs new

Managed Prefix Lists new

Endpoints

Endpoint Services

NAT Gateways New

Peering Connections
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4.5.2 12DOH®D NAT 5—+r9x1DIERK

Create NAT gateway i

Create a NAT gateway and assign it an Elastic IP address.

NAT gateway settings

Name - optional
Create a tag with a key of 'Name' and a value that you specify.

uswla-nat-gw
The name can be up to 256 characters long.
Subnet
Select a public subnet in which to create the NAT gateway.

subnet-07aff7a001005ed34 (public-usw1a) v

Elastic IP allocation ID Info
Assign an Elastic IP address to the NAT gateway.

eipalloc-02b8404d9e9a34121 v

Allocate Elastic IP

Create NAT gateway (NAT &'— kU DIERE) RV EIUVIL
F,

NAT ' —h DA Z U TOLSICRELET,

o Name (A 7¥3Y): —BEOT—+Iz1B8%ANLET,
Bl : uswla-nat-gw

e Subnet(OU7RvE): 1 DED/N\TUYIOH TRy LEREIRL
F,
5 : public-uswla

« Elastic IP allocation ID (Elastic IP E]D¥T ID) : Allocate
Elastic IP (Elastic IP ZZIDHT) MY EIUYITDE D
T1—ILRICENBEICRRESNET,

Create NAT gateway (NAT &'— kU DIERE) RV EIUVIL
TRTLFET,
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4.5.3 2 DH®D NAT 5=+ 1 DIERK

Create NAT gateway (NAT &'— kU DIERE) RV EIUVIL

Create NAT gateway i 7,

Create a NAT gateway and assign it an Elastic IP address. NAT =k z1 =N TOLIICRELET,

o Name (A 7¥3Y): —BEOI—+Iz1B8%ANLET,
Bl : usw1b-nat-gw

NAT gateway settings
« Subnet(B7Ryk): 2 DEQ/N\TUvIH TRy FEZIRL
F9,
Name - optional #l : public-usw1b

Create a tag with a key of 'Name' and a value that you specify.
- Elastic IP allocation ID (Elastic IP E]DZT ID) : Allocate

e LEnRE g Elastic IP (Elastic IP £810%4T) R EIUvITBE, 20
The name can be up to 256 characters long. T1—ILRICEDNBE TR RSNET,
. Create NAT gateway (NAT &'— kU DIERE) RV EIUVIL
tone TRTLET.

Select a public subnet in which to create the NAT gateway.

subnet-0110cd4dadec72e62 (public-usw1b) v

Elastic IP allocation ID Info
Assign an Elastic IP address to the NAT gateway.

eipalloc-070335ff2bf8fe85f v

‘ Allocate Elastic IP

4.6 I—FF—TILOIEMERE

IW—bF—TIElE, RY D= bTT1vIDREERETDROIERINDB, TL— 1 EFIENZHAIOEEDTY, VPCICIE, IL—FF—
TIVERRBICEEM TSN TUVWEWNVERD T TXRY FCERSINZT I7AIL LD —EF—TIDNRINBEENTVET, CCTIFENEEE
L. #HiLLIIL—FF—TIL% 3 DIEERLEYT, 55 1 DIF/NTUvOY TRy MCEEMT, 2 DIFTSAR—k - U TRy RICEENIFET, NAT
T—bozAEAVA—FRY T =D AICT ITAI DI —REEBIILET,

4.6.1 I—bF—=TIDFZE)

@ New VPG Experience Create route table -V
Tell us what you think

VPC Dashboard new Q Filter by tags and attributes or searc
Filter by VPC:
Q, Select a VPC

@ Name ~ Route Tz

[ rtb-01705

v VIRTUAL PRIVATE

CLOUD
Your VPCs new

Subnets

Route Tables

AWS* BIIFA > FIL° EMA 7 - FT04 X b+ 4 K - 2020 % 10 B 12



4.6.2 NITUvoOHSIRYERBEIL—FF—TILOIER

Create route table

A route table specifies how packets are forwarded between the subnet
your VPN connection.

Name tag = public-usw-routes

VPC* | vpc-05506a755ff48bf6e

Create route table (JL—+F—FIVE{ERE) Ry V= IUYVHILET,
IW—bFT—=TILELTOLSICRELET,

« Name tag(Name #%): —BOIL—rF—TILEBEANLE
ER
5 : public-usw-routes

o VPC: BIFEEH LIZRERY FD—0%BIRLEY,
Create ({fERE) Ry & IUYVOLET,
Close (BAL®) My &= OUVILET,

463 1D2BDTSAR—k-BTRYFHIL—ET—TILOERK

Name tag private-uswila-routes

VPC*  vpc-05506a755ff48bf6e

Create route table (JL— 55— IVE{ER) Ry V= IUYVHILET,
IW—bFT—=TILELTOLSICRELET,

« Name tag(Name #%): —BDIL—+F7—TILEBEANLE
ED
5 : private-usw1a-routes

o VPC: BIFEEH LIZRERY FD—0%BIRLEY,
Create ({fERE) Ry & IUYVOLET,
Close (BAL®) My & OUVILET,

464 2 DOBDTSAIN—Fr - TRYEFRIL—FT—FIVOIER

Name tag private-uswib-routes

VPC*  vpc-05506a755ff48bf6e

Create route table (JL— k55— IIVE{ER) Ry V= IUVHILET,
IW—bFT—=TILELTOLSICHRELET,

« Name tag(Name #%): —BOI—rF7—TILBEANLE
ED
5 : private-usw1b-routes

o VPC: BIFEEH LIZRERY D —0%BIRLEY,
Create ({fERE) Ry & IUYVOLET,
Close (BAL®) My & OUVILET,

4.6.5 I—rF—=TIDUX+DOHER

Name « Route Table ID

rtb-01705bd4b29e283ee
@ private-uswla-routes rtb-034336669e17ced15
rtb-02a96e86856fc5ccO

rtb-055fb6f346f460d0a

private-usw1b-routes

public-usw-routes

IW—EF=TILOUREIC, EIFEERLE Name 02RO LWL T
VRU—M 3 DHBLERERLET,
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4.6.6 1D2BDTSAIN—F-UTRYFRAI—FT—TILDIL—OIRESE

Name + Route Table ID v

rtb-01705bd4b29e283ee
@ private-uswla-routes rtb-034336669e17ced15
rtb-02a96e86856fc5ccO

rtb-055fb6f346f460d0a

private-usw1b-routes

public-usw-routes
Route Table: rtb-034336669e17ced15

Summary Subnet Associations

Edit routes

View @ All routes

Destination Target
10.250.0.0/24 local
Edit routes
Destination Target Status
10.250.0.0/24 local v  active
0.0.0.0/0 nat-002ed77f6aef0841 -
addrouts nat-002ed7716a%ef0841
* Required Cancel

1 DEOTZAR—r TRV R — =T ILERIRLET,
{5 : private-usw1a-routes

U DOTICHS Routes (JL—F) 5 T%BIRLET,
Edit routes (JL—FZi{REE) RV EIUVILET,

Add route (JL—FZIEM) RYVEIUVILT, LTOEEHZELE
EB

- Destination (3%{S%¢) : 0.0.0.0/0

« Target(9—U'vh): 1 DHOTZRAISEUF 11—V —=VICT
7O+ Ll NAT &' — bz &ZIRLET,
Bl : uswla-nat-gw

Save routes (JL—FZREF) RV ETUVILET,
Close (BIL®) Ry &I UVILET,
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4.6.7 12BDTSAR—k-BTRYFRHIL—LTF—=TILOYTRY SERERT T 2RSS

Route Table: rtb-034336669e17ced15

Summary Routes : Subnet Associationsj-
Edit subnet associations
None foul
Subnet ID IPv4 CIDR

You do not have any subnet associations.

Edit subnet associations

Route table rtb-034336669e17ced15

private-usw1ajroutes)

Associated subnets  subnet-0850a0c96d7a404da

Q Filter by attributes or search by keywird

Subnet ID

@  subnet-0850a0c96d7a404da |
subnet-016e150f99130ef50 | private-usw1b
subnet-0110cd4dadec72e62 | public-usw1b

subnet-07aff7a001005ed34 | public-uswia

* Required

1todof4

~ IPv4 CIDR v

10.250.0.0/26
10.250.0.64/26
10.250.0.192/...
10.250.0.128/...

Cancel =V

Subnet Associations (Y7 Rkwv FEEFIF) 57
EBIRLET,

Edit subnet associations (Y7 Rv ~DEE
I3 =iEE) Ny =IUVILET,
ZDI—bF—=TILEEENITFD 1 DEOTSA
N—hk TRV LERBIRLET, D1 RORA]
EZOFEFEFALREBE, L—bF7—TILRBEYT
2y O ENEEICHNDET,

Save (fR7F) Ry EOUYILET,
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4.6.8 2 DBDTSAN—F-UTRYFRAI—FT—TILDIL—OIRESE

Summary Subnet Associations

Edit routes

View | All routes

Destination Target

10.250.0.0/24 local

Edit routes

Destination Target Status

10.250.0.0/24 local v active

0.0.0.0/0 nat-06c46bBededed5c32 v

Add route

nat-06c46b8e:

* Required

2 DBNTTANR—br TRV AIL—F—TILEBIRLET,
{5 : private-usw1b-routes

U DOTICHS Routes (JL—F) 5 T%BIRLET,
Edit routes (JL—FZi{REE) RV EIUVILET,

Add route (JL—F&IEM) RYVEIUVILT, LTOEEHZRELE
EB

- Destination (3%{S%¢) : 0.0.0.0/0

« Target(9—U'vh): 2 DHOTZRAISEUF 11—V —=VICT
ZO4 Ll NAT &' — bz =BIRLET,
Bl : uswib-nat-gw

Save routes (JL—FZRETF) RV ETUVILET,
Close (BIL®) Ry &I UVILET,

4.6.9 2 DBDTSAN—F-UT7RYFRIL—FF=TILOYTRY FEEM T 2RSS

Summary Routefubnet Associationa
Edit subnet associations

None fou

Subnet ID IPv4 CIDR

You do not have any subnet associations.

Edit subnet associations

Route table rtb-02a96e86856fc5ccO outes)

Associated subnets  subnet-016e150129130ef50

Q Filter by attributes or search by keyword

Subnet ID ~ IPv4 CIDR
subnet-0850a0c96d7a404da | private-uswia 10.250.0.0/26
@  subnet-016e150199130ef50 [privateuswib]  10.250.0.64/26
subnet-0110cd4dadec?2e62 | public-uswib 10.250.0.192/...
subnet-07aff7a001005ed34 | public-uswla 10.250.0.128/...

Subnet Associations (V7 Rw FEE[ ) ¥ T &ZIRLET,

Edit subnet associations (U 7w FOEEM T =FEE) Ry V%D
UyvOL&ET,

ZOI—bF—TILEBERITR 2 DEDTSAN—F - B TRV %
BIRLET, COATROBEIZZOFFRFERLEES, IL—FF7—7
IWBETTXRY O RNEEICHDDET,

Save (IRfF) Ry v&#IUVILET,
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4.6.10 N\TVUv OB TRy AL —ETF—=T DIV —FORE

Summary m Subnet Associations
Edit routes
View | All routes
Destination Target
10.250.0.0/24 local
Edit routes
Destination Target Status
10.250.0.0/24 local v active
0.0.0.0/0 | igw-093a46630228920c6 v
Addroute igw-093a4663d228920c6 public-igw
* Required

NV OB TRy FRIL—F—TILEBIRLET,
5 : public-usw-routes

U DOTICHS Routes (JL—F) 5 T%BIRLET,
Edit routes (JL—FZi{REE) RV EIUVILET,

Add route (JL—F&IEM) RYVEIUVILT, LTOEEHZRELE
EB

« Destination (3%{§%c) : 0.0.0.0/0

o Target(¥—5'vhk): XIFEFTOALEAVI—RY T —
FOTAEBRLET,
Bl : public-igw

Save routes (JL—FZREF) RV ETUVILET,
Close (BIL®) Ry &I UVILET,

4.6.11 NTUyv oY TRy bHIL—FT=TIOYTRY FOBEEM T 2RSS

Summary Routes/gubnet Associationa
Edit subnet associations
None foul
Subnet ID IPv4 CIDR

You do not have any subnet associations.

Route table rtb-055fb6f346f460d0a (public-usw-routes)

Associated subnets = subnet-07aff7a001005ed34 subnet-0110cd4dadec72e62

Q) Filter by attributes or search by keyword

Subnet ID ~ IPv4 CIDR

10.250.0.0/26
10.250.0.64/26
10.250.0.192/...
10.250.0.128/...

subnet-0850a0c96d7a404da | private-uswia

subnet-016e150f99130ef50 | private-uswib
a subnet-0110cd4dadec72e62 | public-uswib
@  subnet-07aff7a001005ed34 | public-uswia

Subnet Associations (B 7w FEBE(FIF) ¥ T&BIRLET,

Edit subnet associations (U 7w FDOEEM T &EE) Ry V%D
UwvoLERY,

COIN—bF—=TILEBEERITD, BAD/NTUYIYTRY SEER
L&ET,

Save (RF) RYV=IUvILET,
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4.7 €F¥aUF1—-JI-—7

tFIUT—TI—TF, REIYVAVRIVRICHTBRB I 7A T IA—ILELTHEEL, AVNIY R STy OETIRNTY RS
Tav0%dIYhO—ILLET, BTVMZERTRESEIC, 1 DFREFEROEF1UT— - TIL—TZ VM [CEIDHTENET, EFaUF(—-
IN—TDI—ILFWDOTHEETEET, BEEDOFIL—IIE, Z0EF1UTv— - TIL—TFICEAERITIENLEITRTOIVRYV XICHEMIC
BRSINET,

EFIUTA—-TI—TDI—IVEERTDESE, RETERERER/ELEFT, CNBEF IPRYED—ODURR, EFa2UF«—-FIL—F D
ELTRIRTEXRT, EFaUT1— JIIL—TeRXBRErIFEERELTTBELRESG, IL-ILFZOEF1UT1— JIL—TICEEN BN
ITNTDAVRAIVRICHELET, CORBIFHET —/N\—-TTOMAXVFIENT, TS53AR—b-RYT—IORDHBHBD 5T 1w % [EL
AALTEDRIELL, 1VTIL EMAVM DS T4y oA TBROICERSNET., CNIFS/MERORRIOEFaUT(— - RT3
T 1R ICHDEFRT,

UTOFIETIE, 17FIL° EMAVM AOF7 I ER%=FHIHTREFaUT1— - TIL—THEERLET, £, T—IR—IAOT7 I R%=HHTD
BT I —THIEKT,

VPC OtzFaUF1s— - JIL—TOFMFICDOVTIE, LMTOUVIESRBLTIESL,
https://docs.aws.amazon.com/vpc/latest/userguide/VPC SecurityGroups.html

471 VMA®OEFaVFT1—-TI—TDER

ER AT OBIORO—EOEETT FLRFIMISNTVET, CNSIEFEEORY FT—IRBICHLTEBDRETH DD, ZOEREIE—
LTIFEDEREA, MEDOERTEDRY FDO—O%FERALTIZSL,

4.7.1.1 tEFxaUFs—-TIL—TOIER

€O New VPG Exparience WPC > Security Groups VPC €02 3> d - R/)\—h5 Security Groups (ZFa1UF1— -
Tell us what you think d}l,_j) EBIRLET,
NAT Gateways Security Groups info

Create security group (EFaUF1—-JI—TRERK) RV %D

) Create security group U Y, 7 L,i‘g"o
Q

¥ SECURITY
Network ACLs

Security Groups

471.2 tEFaVUFs—-TI—-TOEKXBEROETE

Create Schrity group e 1>7)L° EMA ﬁ—/(—ﬂ@?ﬂt]%§¢ﬂ?5t$lUj_“f— . 7\)l/—7IC3L\_C§2'KE"JU'|§$E
EADLET,

A security group acts as a virtual firewall for your instance to
control inbound and outbound traffic. To create a new security
group, complete the fields below.

Sy e « Security group name (€FaUFr—-JI—TR): —BEOBHEANLET,
5l : ema-server-sg

« Description ($iB) (A7 3Y): E¥aUFr—-JIL—TDHBEEAHNLET,

Security group name Info

ema-servers-sg

Name cannot be edited after creation. 1§IJ . 477_') l/® EMA -'j-_/ \\—’\0)77t7\%§q:ﬁ_|-3—5
Description _Info o VPC: &[FEMERLIE VPC ZBIRLET,

Allow access to EMA servers
VPC  Info

vpc-05506a755ff48bfee (intel-ema-network) v
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4.7.1.3

D7 - STV IRDIVINIYE-IL—ILDEN

Inbound rules info

Inbound rule 1

Type Info Protocol Info
HTTPS v TCP
Source type Info Source Info
Custom v Q

‘ 10250.0.0/24 X

‘—/32 x]

Add rule

Delete

Port range Info

443

Description - optional Info

trusted networks for web

DT ERFDIVNI YR IL—ILZEMLET,

« Type(#1F): HTTPS

- Description ($iB): Vx 7RMOEBTEZRY D —
o

« Source (RE) : NLAFTYIEEFR TS VPC
CIDR 7Ovo%#AHNLET,
5l : 10.250.0.0/24
1>FIL° EMA web Ul AT I XD EFRI SN BB
DRYED—0BANTREDHTEXT (H—ERATX
IWBDRZ T4y IDEETTHD/INTUVT Ry I~
D—1RE),

4.7.1.4 WebSocket FS 7Y IRDIVINDVE-IIL—ILDEMN

Inbound rule 2

Type Info Protocol Info

Custom TCP v TCP

Source type Info Source Info

Custom v Q

‘ 10.250.0.0/24 x‘

‘ — ;2 x‘

Add rule

| Delete ‘

Portrange Info

8084

Description - optional Info

trusted networks for websocks

DNToRFE=FDIVNIYE-IL—ILZEMLET,

o Type(#+17F): Custom TCP (A5 L\ TCP)
« Port range (/R—§EH) : 8084

« Description (5tB8) : WebSocket ADEETE S RY
~DO—5

 Source (E{E7T) : NILRAFTYVIEEFRI TS VPC
CIDR Z7Ovo=EANLET,
5 : 10.250.0.0/24
1> F)L° EMA web Ul ANDF7 U AN EFRI S NBEM
DAY T—DO%ANTZIEDHTEET (U—ERXFX
IMNBDRZ TV IDEETTHD/INTIYD - Ry
D—1E),

4.71.5 Swarm FST1vIRDAIYINTYE-IL—ILOEN
Type Info Protocol Info Portrange Info DXT@%QE%;%D{\// R"j\/ P " )l/_) 1175:557][] L/ig-o
Custom TCP v TCP 8080
Source type Info Source Info Description - optional Info
Custom v Q EMA agent traffic

o Type(#+17F): Custom TCP (1A% /n TCP)
« Port range (/R—~§EE) : 8080

« Description (§if8): 7> FI)L°EMA T—Yz VD~
ST74v0

« Source (i%{S7t) : 0.0.0.0/0
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4.7.1.6 {ERCHERR

Details

Security group name

ema-servers-sg

Description

Allow access to EMA servers

Owner
312506926764

QOutbound rules count

1 Permission entry

Security group ID
sg-O6acbdce6cea22f15

VPCID
vpc-001161d1e7e50afb2

Inbound rules count

4 Permission entries

Inbound rules

Type Protocol
Custom TCP TCP
Custom TCP TCP
RDP TCP
HTTPS TCP

Inbound rules Outbound rules

Tags
Edit inbound rules

Description -

Port range Source Escripon
optional

8084 —3 Trusted network(s)
for websocket

8080 0.0.0.0/0 EMA agent traffic

3389 —3) Trusted network(s)
for RDP

443 — 2 Trusted network(s)

for web

Create security group (EF*aUF1— - JIL—T=ERK) R %D
UwoL, I—ILZREFLET,

IW—=ILUREDEELLOVERRLET,

FE CSTIRPIORNIYROL—=ILIEFT IAILEDIL—IL (TRTD
FIORNTYR RS Trv OB OFEFRICLELR,

4.7.2 EFaUFs—-JN—-T#EHL, 1VTI°EMAVM BDOLST1vO%FFR
(2B —IN—n3)

ema-server-sg ¥ aUF1—J)IL—TEMERLIEE ST, Editinbound rules (1IN YR IL—IVEFE) RYVEIUVIL, BUTDED

ICEELFET,

4.7.21 iK—F 8092 ~ 8094 ICHITBAMEZ Ty IRADAVINTY R JL—ILDIEN

Type Info

Source type Info

Custom TCP v

Custom v

Protocol Info Portrange Info
TCP 8092 - 8094

Source Info Description - optional Info
Q EMA internal

sg-O6acbdce6ceaz22f15 X

DToFEZFDOIVNI YR L—ILZEMLET,

o Type(#+17F): Custom TCP (H A5 L TCP)
- Port range (7/R— i) : 8092-8094
- Description (§#88) : >/5)L° EMA AR

. Source (EfE) : EOTFTFRAMRYIRBEIUVY
L. BIOFIETERLEEF2UT 11— TIL—TD
BRERIRLET,

AWS* [13 47 F)L° EMA 917 - 7704 XY k- A4 K - 2020 £ 10 B

20




4.7.2.2 KR—F 8089 ICHITBRNIBFTrvIRBAIVINTIVE - IL—ILOIERK

Type Info

Custom TCP

Source type Info

Custom

Protocol Info Portrange Info

v

Source Info

v

TCP 8089

Q EMA admin port

sg-O6acbdce6ceaz2f15 X

Description - optional Info

TORE

EEFDIVINT VR L—ILEBMLET,

» Type (%41 77): Custom TCP (1A% TCP)
- Port range (7/R—~§8E) : 8089
- Description (§%88) : 1>/5)L° EMA BER—k

. Source (E{E7T) : ZOTFARRYIRED UV
L. BIOFIETCERLEEF2UTF—TIL—TD
BEIEEIRLET,

4.7.23 HREL, BENGUANNELVHERLET,
Save rules UL—LERE) REVEIUYILET, L—ILBELLDRBLET.,

Inbound rules

Type

Custom TCP
Custom TCP

Custom TCP

Custom TCP

Custom TCP

HTTPS
HTTPS

Protocol Port range
TCP 8084

TCP 8084

TCP 8080

TCP 8089

TCP 8092 - 8094
TCP 443

TCP 443

Source

10.250.0.0/24

I 3 7

0.0.0.0/0

sg-
08d3222f040f45bdd
(ema-servers-sg)

sg-
08d3222f040f45bdd
(ema-servers-sg)

10.250.0.0/24
L Jkyi

Edit inbound rules

Description - optional

trusted networks for websocket
trusted networks for websocket

EMA agent traffic

EMA admin port

EMA internal

trusted networks for web

trusted networks for web

473 FT—HINR—-AAOEFIVFT1—-TI—TOIER

4.7.3.1 tEF¥xaUF«s—-TIL—-TOIERL

Tell us what you think

NAT Gateways
Peering Connections

¥ SECURITY
Network ACLs

Security Groups

@ New VPC Experience

VPC Security Groups

Security Groups info

VPC E023a>mbA R/\—hH\5 Security Groups (EFaUF1—-
T —T) =BRLET,

Create security group (EFaUF1—-JIL—T=ERK) RV %D

‘ DyoLE,
Q

AWS* [13 47 F)L° EMA 917 - 7704 XY k- A4 K - 2020 £ 10 B

21




47.3.2 tEFaUF1s—-TJIL—TOEXKBHROETE

Create security group i AV FIL® EMA B—N\—A\OTF7 I REHFAT2EF2UF1— - TIL—FCDOVWTERNGIER

A security group acts as a virtual firewall for your instance Ej\jj L,afﬁ—o

to control inbound and outbound traffic. To create a new — e
security group, complete the fields below. ° Securlty group name (t*:l' UF1—- d)l"_jg) : _%o)g Al %Ajj L/gsg—"
il : ema-db-sg

esie Satae « Description (iB8) (A7 3>) : tFaUFr—-FIL—T0OFBEEANLET,
Bl : 1> FIL° EMA H—/\—D\BF—IR—ZA D LS TV I DA

Security group name  Info

ema-db-sg o VPC: S&IFEMER LIZ VPC ZBIRLET,

Name cannot be edited after creation.

Description Info

Allow traffic from EMA server(s) to the database

VPC Info
vpc-05506a755ff48bf6e (intel-ema-network) v

4.7.3.3 MSSQL HDOTYINTOYE-IIL—ILOEMN

e /16 UTOREEF DIV NIV R L—)LEEMLET,
n/32 « Type(517): MSSQL
Inbound rule 1 G =TT y \
s + Source (EfEm) : ZEOTFAMRYIRZEIUYIL, KIFE
Type Info fERLIEA Y FIL® EMA Y —/\—RBFaUF1—IIL—T%
yp Security Groups BIRLET,
MSsQL M ema-server-sg | sg-
Source type Info 03661abff0a38ee50
Custom v | Q |

4.7.3.4 {ERCHERR
Create security group (EFaUF1— - JIL—T=IEH) M5V =OUYILET, IL—ILURBELLWHERLET,

Inbound rules Edit

Type Protocol Port range Source
sg-
MSSQL TCP 1433 08d3222f040f45bdd

(ema-servers-sg)
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5 REVYIYOFIOLAKXVE
51 M=

Amazon Elastic Compute Cloud* (Amazon EC2*) &, ¥JEBH/N\—ROz7EEA, RTIDFERL FEHEOEWMRELIVE2—FTr0T
ERBELET, L. TAMARL—FA4VT I RFLAEZITEIINBY 7LD 7OERICDOVWTCIE, 12— —DEETT,

EC2* AV RFVRICEINDH TS CPU, XEU—, RAEL—YDEIF, 1VRAIVAOERFFICI—T—DIRELETH, WITNHENDIBRCTEE
J. CPU®XEU—ZHIELTO—o0—-FADO VM ZRE{LLTIX S ZEIRT RS EHTEET,

EC2* [ EC2* F—RT7EFALTCAVAI YV ZNOOT 1V #RELFET (AWS* TIEABRAREL., 1—T—dWERERLTIEMICRELE
9), Tk, BRIICERLTHLLIED, EC2* IV RV ADIEREEICIER TR EHTEET, Windows* R—ANT Y RY Y ATHENERIN
BB BEREREINETRICIE, MBENVETYT, EC2* TIIEROF—R7ERDIENTEEIN, 1VRAYVRICEERFRIENTES
DIF1DRIFT, 1VRIVAEHEICERET D LIFTEFEA.

EC2* AV RAF Y ANDRY b D=0 7 ORADEFaUT1—IF, AV RSV ZEHFERIFZOROEBORRICE VT, 1 DERIFEKOEF2
UFA— DI —TT7HVFIBRIETRESINET, CCTREQEFAUTA—-JIIL—TF, BIETITITIERLELE,

DY —/IN\—FTTOCMXV+TlE, WTOFIEITEMODRTY THHDET, YT P—N—FTOA XV +OIBE, TNBORTY TIFERE
TEFY, ZHITBIATVIICIE, 2 DED VM OfER., 9—5"Y RTIL—TFAD VM OFFER I, 59— v T IL—TFHO—RNS VT —AOF
FvF, O—RNSYY—EBEIL—IILORENHDFT,

EC2* 1V AV ADF—RTZOFMICDOLTIE, LTOUYOESRBLTLRSEL,
https://docs.aws.amazon.com/AWSEC?2/latest/UserGuide/Instances.html
https://docs.aws.amazon.com/AWSEC2/latest/WindowsGuide/ec2-key-pairs.html

5.2 REIIVOER

BHiD Windows Server* 4 X—I%&FERLTIVTIL® EMA —/\—R® EC2* 1 VATV AEER L, KIFEERLEEFUTFr— TIL—TF
7 IYVFIBIFIEIFLLTOESDTT,

5.2.1 EC2* Y—EXADOFZE)

- Services (b—EX) XZa1—® Compute (AVEa1—F) o3>
{Of Compute <. EC2* BERLET,

EC2

Lightsail "

Lambda

5.2.2 EC2* 1V RH5VADHEEN

aws P e B4 R/\—T Instances (1 VXAF >V R) #&#IRL, Launch Instance
~ x S | (1> xyvzERE) RYVEIUYILET.
Instances

) Fikkar hu tane and attrik
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5.2.3 Amazon YY1 X—3 (AMI) DiEIR

Step 1: Choose an Amazon Machine Image (AMI) cancel and Bt
An AMI is a template that contains the software configuration (operating system, application server, and applications) required to

launch your instance. You can select an AMI provided by AWS, our user community, or the AWS Marketplace; or you can select o
your own AMls.

Q, Windows Server|

Search by Systems Manager parame

AWS Launch Wizard for SQL Server offers an easy way to size, configure, and deploy Microsoft SQL Server Always On
availability groups. Use AWS Launch Wizard for this launch &

Quick Start (19) 1to 19 of 19 AMIs
My AMiIs (0) & Microsoft Windows Server 2019 Base - ami- m
. 0d1b8b740ddc3b78d
——— 64-bit (x86)
AN R @) Microsoft Windows 2019 Datacenter edition. [English]
Community AMIs (2144) Root device type: ebs Virtualization type: hvm ENA Enabled:

Yes

1F)L° EMA THR— FENZ RO
Microsoft* Windows Server* MNR—X A X—
ERELET,
PYR—bSNBIARL—F1 VTV AT LD—EIC
DUWTIE, AVTFIL TVRRA YV R I XU
FIRI V== AV R =)L 1 R%ES R
LTlizEn,

Select GBIR) Ny V= IUVILET,

5.2.4 YV VH1TDER

1. Choose AMI 2. Choose Instance Type 3. Configure Instance 4, Add Stor;

Step 2: Choose an Instance Type TEHT,

Currently selected: t3a.large (Variable ECUs, 2 vCPUs, 2.2 GHz, AMD EPYC

WEF CPU BIROAEY-UY —REFOIIY VI TEERLET,
RIVILTE, BEICHLT, AVRAIVRZEATICLRRESEICER

Filter by: = General purpose v Current generation v  Show/Hi YARFLEHFIOVTIE, AYTIL TYRRAY BRI RV -7
VRIS == AV A=) A RESRBLTEZ,

) - Memory Next: Configure Instance Details (RN : 1 VA5V AN %R
Family v Type ~ wCPUs (i ~ } v — N
(GiB) EID) MY VEIUVILET,

General purpose t2.nano 1 0.5

General purpose I=micto 1 1

""""""""""""""""

f2.small 1 2
General purpose t2.medium 2 4
General purpose t2.large 2 8
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5.2.5 AVRIVADFMDEE

1. Choose AMI 2. Choose Instance Type 3. Configure Instance 4. Add Storage 5. Add Tags 6. Co

Step 3: Configure Instance Details

No default VPC found. Select another VPC, or create a new default VPC.

Configure the instance to suit your requirements. You can launch multiple instances from the same AMI, req
the lower pricing, assign an access management role to the instance, and more.

Number of instances (i | 1 Launch into Auto Scal

Purchasing option (j [JRequest Spot instances

Network (| Vpc-05506a755ff48bf6e | intel-ema-network 4
No default VPC found. Create a new default VPC .
Subnet (j subnet-0850a0c96d7a404da | private-usw1a | us-we ¥

59 IP Addresses available

Auto-assign Public IP Disable <

AV ATV ADFMELNTOLSICKRELET,
o Network (RvF7—2): KIFEERLTZ
VPC ICE&ELET,
5 : intel-ema-network
e Subnet(Bb7RvK): TS5A/R—~-H57
Ky ko1 DEBEIRLET,
i : private-uswla
« Auto-assign Public IP (/\7Uv T IP &
HENEINNT) : Disable (FE2h)
ARV ADEMDZEDOMDIER ET T AL ~D
FETHULFELA.

Next: Add Storage (RN\: AL —IEEMTS)
MEVEOUVILET,

5.2.6 ALL—ImiENM

Step 4: Add Storage

Your instance will be launched with the following storage device settings. You can attach additional EBS volumes and instance store volumes to
your instance, or edit the settings of the root volume. You can also attach additional EBS volumes after launching an instance, but not instance
store volumes. Learn more about storage options in Amazon EC2.

Volume Datica Size st Delete on
Type i Snapshot (i (GiB) Volume Type (i IOPS (i [MBIs;' ‘: Termination Encryption
i i -
snap- P T v———
Root /dev/sdal Dcc417e3e52bdasTe 30 General Purpose S 100/3000 N/A Not Encrypte

FDREGFAR—ZADBBETHVRD, AL—Y
BERFTIAIEDOFEFTTHEVERA, YATLE
HIZDOVWTIE, AYFIL TVRIRA Y R TRI X
I TIRI V== AV A =IL - AR
=SRLTIESL.

Next: Add Tags (RN : 9T =BT B) K5 %
IUvOLET,

5.2.7 ~JmEN

Step 5: Add Tags
A tag consists of a case-sensitive key-value pair. For example, you could define a
tag with key = Name and value = Webserver.

JEBIMLET,

A copy of a tag can be applied to volumes, instances or both.
Tags will be applied to all instances and volumes. Learn more about tagging your
Amazon EC2 resources.

Key (128

Value (256 Instances  Volumes
characters . - -
: characters maximum) i i
maximum)
|Name ‘ ‘ema-server—1 | Q

Key (¥—) ICTNamey, Value (f8) ICEROY—/\—FZEELLY

NELHITIDTHTENY —RTIN—T 12023V THALRES DY
V—ANEBICRIDEBEDNRAI LY T =EINTEET,

Next: Configure Security Group (RN : €*aUF1— - JIL—-7
BRETI)MRYVEIUVILET,
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5.2.8 tF¥aUFs—-JI—TDERE

Step 6: Configure Security Group
A security group is a set of firewall rules that control the traffic for your instance. On this page, you can add ruli
your instance. For example, if you want to set up a web server and allow Internet traffic to reach your instance,
access to the HTTP and HTTPS ports. You can create a new security group or select from an existing one belo
security groups.

Assign a security group: O Create a new security group

@ Select an existing security group

Security Group ID Name Description
sg-04c1e0cf58c3b592e default default VPC security group
59-017cfe786b8c9004a ema-db-sg Allow traffic from EMA server(s) to the database
@ sgo 22f15 rvers-sg Allow access to EMA servers

Assign a security group (EF+aUF1—-JIL—T2EDHTB) S
IARSVEREIRL, BEOEF2UFT— - JIL—TEBIRLET,

FIFEAVTIL® EMA B—N—RICERLIzEFaUT1— - TIL—T
#BIRLET, fl : ema-servers-sg

Next: Review and Launch (R : fESEL CRENTB) Ry V&I Uy
JLEY,

EFXaUF1— - JIL—TOR— 3389 (RDP) B BEIMSNTLVERLE
DAV ATV ADEFETERENEWVWSEBENRRSINBIEBEENHDE
9, CCTIHMRERYVICTZORRTBRIOAED®H DD, DXy
E—YVIFEELTHRITLET,

5.2.9 AVRIVADIEENDHERR

AV AV 20FHBEERL TS, Launch (E)) Ry >0 v ILET,

5.2.10 EC2* F—~T7DER

Select an existing key pair or create a new key pair X

A key pair consists of a public key that AWS stores, and a private key file that you store. Together,
they allow you to connect to your instance securely. For Windows AMlIs, the private key file is required
to obtain the password used to log into your instance. For Linux AMIs, the private key file allows you to
securely SSH into your instance.

Note: The selected key pair will be added to the set of keys authorized for this instance. Learn more
about removing existing key pairs from a public AMI.

‘ Create a new key pair V‘

Key pair name

‘ ema-demo ‘

Download Key Pair

You have to download the private key file (*.pem file) before you can continue. Store
it in a secure and accessible location. You will not be able to download the file
again after it's created.

Cancel REILLLEGEELTES I

BEEOF—R7ERZRT I, FiLLWF—XRT7EEHITDLDREEINE
3-0

UZ +Hh\SE G+ —R7EBIRT SN, Create a new key pair (¥
LWF—ART7ZEMT D) Zi2IRL T, Download Key Pair (F—~X7
Z#HOvO-R)RIVEOUVOL, O—AIOIVE21—5—EICH
BRI 7 EREFELETD,

BEOF—RT72ERTB=BRLEEE. TOREBERT 7ILIC
TORATEBRENRETT,

Launch Instances (1 X5V A %&eH) Ry %#IUvILET,

5.3 2DBHMEC2* 1 VARV ADIER (DEIY—IN\—0d+)

DET—N—-FTTOAAVLTIF, 2 DEDIYTIL EMA U—N\—%{EK T B/esd, BIOFIEZEDRLET, zl2L, RIECFBIOYTRY

ZZIRL. Bl Name ¥4 (ema-server-2 13&) =IgELEF T,
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6 AWS* System Manager MR E (Y —/\—Dd+)

AWS* System Manager &l&, AWS* LAV TSRS OFv—naREETS, I O—-ILLPIKLTINZY—ERTY, tv¥ary <
R—Yv— AVR—RV rEFERLT/KTUYY IP 7 RLAZEFEW VM AOUE— 7O R%ZRIRTBRICIE, CNEEMLTIBENSHDE
a—o

Systems Manager OFFAICDV\TIF, UTOUYIESBLTESL), https://aws.amazon.com/systems-manager/

6.1 Systems Manager H—EXADBE)

Services (Y —EX) XZ 21— Management & Governance (BIE&
Management & HIFVR)£HY3VT, Systems Manager £2IRLET.

Governance

AWS Organizations
CloudWatch

AWS Auto Scaling
CloudFormation
CloudTrail

Config

OpsWorks

Service Catalog

17, Systems Manager
AWS AppConfig

6.2 Quick Setup (8Ftzyr7v7) D%

AWS Systems Manager X

Quick Setup
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6.3 Permissions (7O RAHA) AT avni&ER

Quick Setup

Configure required security roles and commonly used Systems Manager capabilities.

Permissions (Required)
Use the following options to configure two roles that give Systems Manager permission to access your instances
and run commands on them.

Instance profile role

Use the default role [+] Choose an existing role

Quick Setup creates a new instance
profile that uses a secure IAM
permissions policy. Quick Setup assigns
the profile to the instances that you

Uses an existing instance profile. The
instance profile must contain the
required permissions policy. Choose the
instance profile from the following list.

specify.

Assume role for Systems Manager

Use the default role (<] Choose an existing role

Quick Setup creates a new assume role Uses an existing service role. The role
that enables Systems Manager to must contain the required permissions
securely run commands on your policy. Choose the role from the
instances. following list

6.4 Configurations (§&E) A7 3> Di&EIR

Configuration options

Quick Setup configures the following Systems Manager components based on best practices.
Select the check boxes for actions you want to schedule. Learn more [

Update Systems Manager (SSM) Agent every two weeks
Collect inventory from your instances every 30 minutes
Scan instances for missing patches daily

Install and configure the CloudWatch agent

Update the CloudWatch agent once every 30 days

If you run Quick Setup, Systems Manager Explorer [ is enabled.

Learn more about the metrics included in the CloudWatch agent's basic configuration and
Amazon CloudWatch pricing
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6.5 Targets(¥—'vk)D&ER

Targets

Targets are the Amazon EC2 instances to manage with Systems Manager.

Target selection method

© Choose all instances in the current AWS account
and Region

Specify instance tags

Choose instances manually

6.6 Managed Instances (Y R—JF 1V RAFVX) DU FDOIERR

AWS Systems Manager Managed Instances Systems Manager 0) 1j- ,r P / (‘ _— .b\ 5
Managed nstances | sttngs Managed Instances(YR—J K->
AV R) BERLET,
Managed instances Agentautoupdate | [ Configure Inventory ¥ Actions ¥
a 1 BEEY Ty T EMHTERITLER
(&, URARITRBYY Y HRRESNDE
Instance ID Narme Ping status Plmiiem ]| Statto Phatform e 1P address Computer name Assscintion
type name version version status T%Iﬁb\ h\é z t 7‘_7\ E D 35_9'_0
Micrasoft
I-036382fc33afa0ct? ;r\lr- © online Windows %E.::m 10.0.17763 3.0.222.0 10.250.0.82 ;ﬁzﬁg:mkmmuv @ pending VM D System Manage r\Nm ﬁ ﬁ 7’3\“
s ERICRTIDE, COURMIRTRS
1-06364cedd8eesnb6 ] @ oniine Windows :‘::f:rm 10017763 3.0.222.6  1€.250.0.16 ;;sgﬁétmnxcnoup @ suceess nx9,

1 2019
Datacenter

6.7 Session Manager IC&BREEYIAOOT1Y

AWS* MY —)L#RHET Session Manager 2R3 3184, VM LD Powershell v/ avICO#HEHTEEY, RDP TEfigdICIE, O—
IOV RSAHB5 AWS* Command Line Interface (CLI) ZFR L, R—HEGEEBMET I AT 3> %EL T Session Manager ZIF
VDHIBENHDET,

KA RTIE, AWS* CLI DAV A R—=)LICDWTIZERBALEBA. FHEICDULTIE, https://aws.amazon.com/cli/ #8 B LTS,

CLI ¥ Y A = )LiBH D DIBRLEH T, VM HY AWS* System Manager [CRRSNTUNBIBE, MTOYVIYOIRT CLI AV REXRITTESE
7,

aws ssm start-session --target <A/ VASVRX ID> --document-name AWS-—
StartPortForwardingSession --parameters
"localPortNumber=55678, portNumber=3389"

<AVRIV R D> ZHEHRED EC2* AV AFVAD ID ICBES#ZFT, fl : i-06364ced48ee5bb96

COOARVENERICEELEIEE, UE—FTRIUMYT US4 7 >V EERLT, $BELRE localPortNumber OO—AILRRA S CEHK TEE
9. Z2LT. 2D VM OERBEHREFERLTCOJ1VTEET,
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7 Relational Database Service (RDS) D701 X+

AWS* [CI&, Amazon Relational Database Service* (Amazon RDS*) & IEEN D 7L v R — RED Platform-as-a-Service 7 —5X—X T
VIVHHD, AWS* OSIREQUL =3 FI T —HIR=ADEYLTYT, ARL—V3y, AT —)VEBBICETTEEI, JARIRICE
NEYA XZBARERF v\ T—NRMHSNBEIFITEL, N\vo7v T VILDz70/N\vFER, BEES®RE, YANU—GED—RI
BT —HANR—RBEBYIZAINERBINET,

Amazon RDS* DEAEHERIE DB 1V AYVRXTY, DB AVRIYVREIF, AWS* DUSTU R EDOHBiSNET—9XR—RRIETI, DB 1Y
AFVRICIF, A—TF—DMEELEEBHEOT—IN—REEZHDENTEET, DBAYRAFVRICIF, RV RFZOVOT—IN—Z AV AT
AERTBDOERLY—ILETTVT -3V ERALTTFIOEATEET, DBAYRIVADBESIVUAEY-BEIF, DBAYVRIVR-US
ACE>TREDFET, Z—XCHFRHAHI D DB A VRV RAZBIRTEET, RG> TZ—IANELLIEIZE, DBV RYV RAZZETER
EB

SElx, BHB3FRISEUT1— - V=VROERDOY TRy S VPC ZERLIEes, WILF AZBRBEWDIATVav%#EFERLTRDS 1/
I 2AERIMTEET, AEBETIOATYIVEBIRTZIET, TSAYU—D DB AVRAIVAD, BRBTVARISEUF 11— V—VICHB
THVF)—DOFE DB A VAV AICEHEMICAESN, BRINET, COF7TO—FICELD, T—IDREMET I A—/N\—EHR—KL,
/0 ZU—X%#HEL, YATLNYITFYTHROLAT VY — AN OER/NMNRICIMZSNET, COBRNTERIZ NI EUTF— V=V
% RDS ICBHTD, T—IR—R B TRV LTI —TE#ERLET,

RDS A VA&V RZIV ~O—ILL, 1VTIL° EMA EC2* AV RSV ADHICEG T ITBICIE, KA ROROES Y avTEfmLEEEFaY
FA—ON—T=FEALET,

RDS MFFMICDOVTIE, WUV IESBRLTIESU,
https://docs.aws.amazon.com/AmazonRDS/latest/UserGuide/Welcome.html

Relational Database Service (RDS) 1 VX5V R%={ER L. BIICIERLIEEFa2UTr— I —T&T7HVFLTAVFTIL° EMAEC2* 1V RF Y
ANBDT—HINR—AND LS Ty O EHFAITBICIE, UTOFIEICHLET,

7.1 RDS Y—EXADFEE)

Services (B—EX) XZa1—0 Database (F—%/~—2X) ¢, RDS
ZRIRLET,
% Database
RDS
DynamoDB

7.2 FT=IN—R-HITRYE-TIL—TDIER

RDS - R/{\—Mm5 Subnet groups (Y 7Ry T
JL—7) %#ZIRL., Create DB Subnet Group (DB H
Subnet groups TRy T I—T=ER) RV EOUYOLET,

Services v Resource Groups v % [\ developerfjoel@ignw.io @ ignw v  N. Cali

Automated backups RDS
Reserved instances

Proxies Subnet groups (2)

Subnet groups Create DB Subnet Group

Parameter groups
Q

Option groups
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7.2.1 IRV ITIL—-TD#HA

Create DB Subnet Group -U-;*“J |‘7\)|/—7°0)§$$Eﬂ‘r§§|§721«‘1-|:03315|C7\73b
E3-

« Name (&#l) : —BEOBAIZANLET,
5l : ema-db-subnet-group

« Description (§#88) (A 7> 32)

To create a new subnet group, give it a name and a description, and choose an existing VPC. You will then be able to
add subnets related to that VPC.

Subnet group details

N = ~ ~
Vozr:zn't be able to modify the name after your subnet group has been created. 15” . ’f yT} l/® EMA D B ’f /Zg /Zt1§ﬁq 3—5
ema-db-subnet-group PBIXRYEERRELET,

Must contain from 1 to 255 characters. Alphanumeric characters, spaces, hyphens, underscores, and periods are allowed.

o VPC: SGIFEMER LI VPC ZBIRLET,

Description

Identifies subnets to use with the EMA DB instance « Availability Zone (PR1SEUF 11—V —
e V) UORYREERLERAOY — V%R
Choose a VPC identifier that corresponds to the subnets you want to use for your DB subnet group. You won't be able to choose a LZEd,
different VPC identifier after your subnet group has been created

intel-ema-network (vpc-05506a755ff48bf6e) v « Subnets (-lj-j'*\y |~) : %'gtﬂ;m bj‘:—_ﬁ)‘j@

TSAR—~ - TRY EBIRLET,
Create ({ERE) Ry &I UVILET,

Availability Zones
Choose the Availability Zones that include the subnets you want to add.

us-west-1a X‘ ‘ us-west-1b X‘

Subnets
Choose the subnets that you want to add. The list includes the subnets in the selected Availability Zones.
v
subnet-0850a0c96d7a404da (10.250.0.0/26) X |
subnet-016e150f99130ef50 (10.250.0.64/26) X |
Subnets selected (2)
Availability zone Subnet ID CIDR block
us-west-1a subnet-0850a0c96d7a404da 10.250.0.0/26
us-west-1b subnet-016e150f39130ef50 10.250.0.64/26

7.3 FT=HINR—=ZADIEM

RDS H - R/\—h\5 Databases (F—4~X—2X) %#&IRL, Create

Amazon RDS X RDS Databases — . N

database (F—9\X—XZ{ER) RV ZIUYILET,
Dashboard Databases
Databases

Group resources
Query Editor © . c
Performance Insights Restore from S3 Create database
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7.3.1 F—=HR—R{ERKHEDEIR

Create database

Choose a database creation method info

© Standard Create Easy Create
You set all of the configuration options, including ones Use recommended best-practice configurations. Some
for availability, security, backups, and maintenance. configuration options can be changed after the
database Is created.

F—HR—ER 735£ LT Standard Create (1Z8{ERY) =R &
3-0

7.3.2 IVIVHLTEIT14IavoER

Engine options

Engine type Info

Amazon Aurora MySQL MariaDB

S

PostgreSQL Oracle © Microsoft SQL Server

@ ORACLE

;”? gfﬂ Server

Edition

SQL Server Express Edition
Affordable database management system that supports database sizes up to 10 GB.

SQL Server Web Edition
In accordance with Microsaft"s licensing palicies, it can anly be used ta support public and
Internet-accessible webpages, websites, web applications, and web services.

© SQL Server Standard Edition
Core data management and business intelligence capabilities for mission-critical applications
and mixed workloads.

SQL Server Enterprise Edition
Comprehensive high-end capabilities for mission-critical applications with demanding
database workloads and business intelligence requirements,

Version Info

SQL Server 2017 14.00.3281.651 v

License

license-included

Microsoft* SQL Server* T3 V&EZEIRLEYT,

BH7E SQL B —N\—IFr¥avERRLET, XA ROERE K
BIEETIX SQL Server* Standard Edition BMERSINTL\BHDE
RELEYT, 7O/ BLVCFRANEMICIE, DX MEIRBORSHIC SQL
Server* Express Edition Z{#HTX &Y,

733 F7OMAYE-TUTL—FDER

Templates
Choose a sample template to meet your use case.

© Production Dev/Test
Use defaults for high availability and fast, consistent This instance s intended for development use outside
performance. of a production environment.

Templates (7>FL—t) T, Production (AEHERA) ZBIRLE
3-0
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7.3.4 AVAIVAREYARY—1—H—EIRIEHRDERE

F=AR—RIC—BEOBR%=[ITET,
5] : ema-db

Settings

DB instance identifier Info

N o o
Type a name for your DB instance. The name must be unique across all DB instances owned by your AWS account in the current AWS l—ﬂ_% t/ \Z 'j - F@{’Eﬁz

Region.
ema-db
The DB instance identifier Is case-insensitive, but Is stored as all lowercase (as in "mydbinstance”). Constraints: 1 to 60 alphanumeric

characters or hyphens (1 to 15 for SQL Server). First character must be a letter. Can't contain two consecutive hyphens. Can't end
with a hyphen

¥ Credentials Settings

Master username Info
Type a login ID for the master user of your DB instance.

admin

1 to 16 alphanumeric characters. First character must be a letter

Auto generate a password
Amazon RDS can generate a password for you, or you can specify your own password

Master password Info

Constraints: At least & printable ASCIl characters. Can't contain any of the following: / (slash), "(double quote) and @ (at sign).

Confirm password Info

sasesssssense

7.3.5 DBAVRIVR-BLXDRE

BRUY —IADREENDB LS, DBAYRIYVR - USRZH/RELE

- - a—o
DB instance size #32 : db.m5.large

DB instance class Info

Choose a DB instance class that meets your processing power :
limited to those supported by the engine you selected above.

© Standard classes (includes m classes)
Memory Optimized classes (includes r and x classe

Burstable classes (includes t classes)

db.mb5.large
2vCPUs 8 GiIBRAM  EBS: 3500 Mbps

(O Include previous generation classes

7.3.6 ARL—IDERE(AT3YV)

EIDHTONET IAI DAL —YEE%E, BECIHLTEMSERENTEFYT, CCTREFIANDERICLET, ARL—IBREFEN
SIEMEEBENTEET,
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7.3.7 EHEORTE

Connectivity (#4#%) <. BIICERELTz VPC %ZiZiRL, Additional
Connectivity connectivity configuration GBEMOIFEGRE) 2oV 3aV=REELE
a—o

Virtual private cloud (VPC) Info
VPC that defines the virtual networking environment for this DB instance.

intel-ema (vpc-001161d1e7e50afb2) v

Only VPCs with a corresponding DB subnet group are listed.

(® After a database is created, you can't change the VPC selection.

P Additional connectivity configuration

7.3.8 EHDOERTE - Additional Connectivity Configuration (GEINDIERERE)

FIFEEHLIET—IRN—R BTRY M- TI—T %8
RLFT,
Subnet group Info

DB subn:l:)grol;p thtat defines which subnets and IP ranges the DB instance can use in the VPC you selected. j__\j 7'_) l/ l‘fD VPC t:‘::l U 7_'4_ . 7\) l/_ 7@%?R€ﬁg
ema-db-subnet-grou v N . _ .
e L, %IFET—IN—RBIIERLIEBEOEF1Y
Publicly accessible Info FA4— T —TEERLET,

Yes

Amazon EC2 instances and devices outside the VPC can connect to your database. Choose one
or more VPC security groups that specify which EC2 instances and devices inside the VPC can
connect to the database.

O No
RDS will not assign a public IP address to the database. Only Amazon EC2 instances and
devices inside the VPC can connect to your database.

¥ Additional connectivity configuration

VPC security group

Choose one or more RDS security groups to allow access to your database. Ensure that the security group rules allow incoming
traffic from EC2 instances and devices outside your VPC. (Security groups are required for publicly accessible databases.)

© Choose existing Create new
Choose existing VPC security groups Create new VPC security group

Existing VPC security groups

v
ema-db-sg X
Availability Zone Info
No preference v

Database port Info
TCP/IP port that the database will use for application connections.

1433
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7.3.9 TERRLIERK

Estimated monthly costs

DB instance 73511UsD
Storage 2.76 USD
Provisioned 10PS 110.00 USD
Total 847.87 USD

This billing estimate is based on on-demand usage as described in Amazon RDS Pricing [, Estimate does not
include costs for backup storage, 10s (if applicable), or data transfer.

Estimate your monthly costs for the DB Instance using the AWS Simple Monthly Calculator [,

(@ You are responsible for ensuring that you have all of the necessary rights for any third-party products or
services that you use with AWS services,

e N

JXFEREBHDERRL, Create database (F—N—X&{ERE) /R
IOy OLET,

7.4 FT—IN—ZADOKRALRZDEF

Connectivity & security Monitoring

Connectivity & security

Endpoint & port

Endpoint

ema-db.creq7zxsavg4.us-west-
1.rds.amazonaws.com

Port
1433

F—HINR—ADOTTOINRTITDE, FHR—JICT—HIN—ADK
ARBRRRSNET, TNlE, 1VFTILEMAVIRIITFDIVR
F—ILRICEREICERSNET,
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8 O—FNZFUYY—OF7O1/ XY (FEY—/I\—Dd)
8.1 MWE

AWS* Xy kD=0 -O—R-N\SVUP—F, F4E(TCP)O—RN\ZUHY—T, I—F—- STy ORIV -3V OBEHDIVRIVIC
DESEET, O—R-N\SYIVTF, BREEDSESEDIET, 77UT—ravITBREBERIND\orD, EF LD, #ELLZIGRUXR
DEBHLET, O—RNSYT—DEREREZEITDE, BE/IL—ILICRL, BENINEY Ty RTIIL—ThNBRT -5 ADRIFES —
Ty hEERL, EREY—T Y IEELETD,

URF—lF, A——DRBELEETIOLILBIOR—REFERLT, 9517V bBOEHREREFTVIL, =T YT —TICEREGEL
F7,

=TV II—TIE, A —DRELETOLIILBLOR—EESEFRLT, EC2* 1VRIVRRED 1 DERIFEROEFEHYT—
FYRCEREIL—FT1VILET, =TV RIIN—TEIANRAF TV IEREAETT, NLAFIVIlE, O—RN\SUH—OURF—)L—
JVICEBESNRY—T Y R IIL—TICEFESNIRNTOY—T Y RCH L TETSNET,

Tl EBBOTFRAISEUFA— V=V THRST1vIBI—F Y RTIL—FT4 VI TEBRLSIC, F7OCLO—RNSYY—ITHLTE
BOT7RAISEUF— -V —VEBMELET,

O—RN\SVY—ICF. & AZ AOBEETZO—RNS VY —OARABSN T RL ARV IR RARBNBEIERSNET, 1 F)L° EMA
H—N\—ICT7OCRTRINRILDRXA U EFERT DD, CORALZZIAUT7ZXTSDNS CNAME L O—RE{ERITDIHNENGHDET,

AERICREHITBIUNCH, O—R NSV VTICEALTRBEGRERENHDET, IBFINSEHOTSITARICDVT, IT BBMHEERITDINE
NHDET, AWS* [LB1FB20—R-N\SVIVIDFMICOVWTIE, UTOUYIZSRLTIIESL,
https://docs.aws.amazon.com/elasticloadbalancing/latest/network/introduction.html

82 H—UYrII—TDIEN

O—RN\SYT—IU—EXZRMHTEE TCP R—FIWLTY Ty R T IL—TZIEML, NVAFIVIRERL, F—TYRTIL—TDRS
T4y OZETBLIREYY VBRI DFIEIFIROESDTT,

8.2.1 H—UvhrIIL—TDIER

Network ntarfaces TR EC2* H+ R/\—® Load Balancing (O— K- NS5V Y V) T,
vilaad Balboclio Target Groups (9—5'y I —T) =8IRLET,
Load Balancers Target groups (3)
Target Groups a Create target group (9 —5'y RO —T=ER) RV E=IUYIL
8
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8.2.2 TCP/443 A —T'vRIIN—TDRE

Target group name

ema-web

Up to 32 alphanumeric characters, includin

Protocol : Port
TCP v |- 443
VPC

Select the VPC containing the instances you

intel-ema-network

vpc-05506a755ff48bf6e
IPv4: 10.250.0.0/24

Health checks

The associated load balanc

Health check protocol

TCP v

=TV TN =T TOXLIICRELET,

Target type (¥ —5'v b5 17F) : Instances (1 VATV )

Target group name (9—5'v b JIL—TR) : —EDERI%Z
ABLET,
% : ema-web

Protocol (O k~IJL) : TCP

Port(/R—F): 443

VPC : EIFEMER L VPC ZBIRLET,

Health check protocol (NJLRAFxwv&-FOR3JL) : TCP

Next (ZN)%2Uw/ LT Register targets (¥—'y FOER) BE
ICEHFT,
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8221 MAMDEC2* AUV RIVADI—T'yeLTOER

Register targets

Step 2 of 2

Select instances, specify ports, and add the instances to the list of pending targets. Repeat to add additional combinations of instances
and ports to the list of pending targets. You can skip this step if you prefer to register targets after creating the target group.

Available instances (2)

Q g @
Instance ID v Name v State Vv Security groups Zone v Subnet ID
i-00f8db1dd6650c6c8 ema-server-1 @ running ema-servers-sg us-west-1a subnet-080e857
i-0f180ebc233227eda ema-server-2 @© running ema-servers-sg us-west-1c subnet-0a16634

0 selected

Ports for the selected instances
Ports for routing traffic to the selected instances (separate multiple ports with commas):

443

2 selections are now pending below. Include more or register targets when ready.

Targets (0
All v 1 &
Q
Remove Status Instance ID v Name v Port v State v Security groups
i-00f8db1dd6650c6c8 ema-server-1 443 @ running ema-servers-sg
i-0f180ebc233227eda ema-server-2 443 @ running ema-servers-sg

2 pending Cancel Create target group

AADAYTIL® EMAVM AV X5V AEEIRL,
Include as pending below (Ll TIC pending JR&EL
LTEHD) My Z2IUYILET,

Create target group (9—5"'y I IL—T%={ERK) R
ROV ILET,

8.2.3 TCP/8084 MY —4'v FDIERL /] TE

+TEEDOFIEEEDIRL, TCP/8084 FAIC Tema-websocket; EWLVSBRRIDBINDY—4'y T I —T =B ELET,

8.2.4 TCP/8080 DY —4'y LR E

IERoFIEEEDIRL, TCP/8080 AHICTema-swarm &LV ZEIDBINDY —5w hT )L —T%HELET,
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8.2.5 H—=UvVrII—-TDOHER
3005 —4'y R —THMERE NS L e RBLET.

Target groups (3) C

Q
Name A ARN Port v Protocol
ema-swarm (P arn:aws:elasticload... 8080 TCP
ema-web (P arn:aws:elasticload... 443 TCP
ema-websocket (P arn:aws:elasticload... 8084 TCP

8.2.6 TCP/443 5—UyhrIIN—TTHORT1YF—RADEME

8.2.6.1 #H—UvhrJIL—TDH*

ema-web 5—5v =)\ —T&Z%=D v, Group details (Z)L—
) : TOHME) BEICT T EALET.
Attributes

Attributes (B1%) ©2¥ 3>, Edit({R&E) Ry >VEIUvHILET,
Stickiness

Disabled

Deregistration delay

300 seconds

Slow start duration

0 seconds

Load balancing algorithm

Round robin
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8.2.6.2 [REMOIREE

Edit attributes

Deregistration delay
The time to wait for in-flight requests to complete while deregistering a target. During this time, the state of the target is draining.

300 seconds
0-3600

Stickiness

ted with this target group. If enabled, the load balancer binds a
tance within the target group.

Proxy protocol v2

Before you enable proxy protocal v2, make sure that your application targets can process proxy protocol headers atherwise your
application might break.

Attributes Restore defaults

e RN

Stickiness (RFrvF—RRX) 750 %=BRICLET,

Save changes (EEZR7F) N5 V&0 UvILET,

8.2.7 TCP/8084 #—T'vhrI I —TTHDAT1YF—RANBIME
ema-websocket (TCP/8084) ¥ —4'w kT IL—FICDVWTH, ATAvF—RABMELOFIEEEDRLET,

8.28 H—=UYrIIN=TDONIVR - EZHUVIICEATSDER

EDI—=TY I II—TTH, Targets (¥—5'v )5 TE Monitoring (EZHVUVI)HTHEFIVITRIIET, I—T VR AVRAIVZADOANIL
AFIVD AT —HRAEERTEEXT, CNOONIVRAFIVIE, &, 1VTIV EMAY T RO 7NA Y A—ILENBETIFRBLET,

83 U7 -FST74vIRDORYET—S-O0—F-NSFUH—DEMK

FS 1Y ORRT—IANREBZY T Y T I—F LRSS B EHICRY FT—0 - O—F - NS T—%EHTBFIBIFROEESDTT,

8.3.1 O—RNSVY—DIER

Placement Groups new Create Load Balancer Actions ¥

Key Pairs new
Q Filter by tags and attributes or search by keyword
Network Interfaces

Name ~ DNS name
¥ Load Balancing

Load Balancers

Target Groups wew

~ | State

You do not have any load balancers in this region.

EC2* t7 R/\—® Load Balancing (O—F-/\5><45) T, Load
Balancers (O—F/\S5 Y —) #&#IRL, Create Load Balancer
(O—RBNSVY—%{E/) 20UV I LET,

8.3.2 O—FRNZUY—DF1TDER

Network Load Balancer

Network Load Balancer (Ry kD= -O—-F-NFVY-)DEH
LD TICH S Create (fERL) Ry V&2 OUVILET,
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8.3.3 O—FRNFUY—DEE

8.3.3.1 EANRE

1. Configure Load Balancer 2. Configure Security Settings 3. Configure Routing

Step 1: Configure Load Balancer
Basic Configuration

To configure your load balancer, provide a name, select a scheme, specify one or more listeners,
and select a network. The default configuration is an Internet-facing load balancer in the selected
network with a listener that receives TCP traffic on port 80.

EREREZEADLET,

Name (Z#) : —EOBBIEANLET,
5l : ema-web-balancer

Scheme (RF—L : internet-facing (15 —xw
)

FERD  ABMIC AWS* ICED T RO VPN WS A SN
THED, TFAR—k IP FORADNEAEBRIEE, T3

Name @ |oma-web-balancer | AR— TRy RS Y RE RO — RS Y
Scheme (i @ internet-facing Y—ICTBEHTEET,
Ointernal

KAARTIE, ZOESBFIRANGWIEEEBEL
TWakes, NTUvoHg TRy TNTIV RSNk,

A=y ABRAOO—R/N\NZ VY —[CEDET,

8.3.3.2 URXF—

Listeners Listeners (URF—) &o¥av<c, MToZOoralL

A listener is a process that checks for connection requests, using the protocol and port that you

BIVIR—=FTDOVWTURF—%=EBILET,

configured. e« TCP 443
Load Balancer Protocol Load Balancer Port « TCP 8084
[TCcP v| 443 (%)

Tcp v ]
8333 7IRIFEUFA—V=V

Availability Zones

Specify the Availability Zones to enable for your load balancer. The load balancer routes traffic to the targets
in these Availability Zones only. You can specify only one subnet per Availability Zone. You may also add
one Elastic IP per Availability Zone if you wish to have specific addresses for your load balancer.

Create and managg Elastic IPs in the VPC console '

VPC (i vpc-05506a755ff48bf6e (10.250.0.0/24) | intel-ema-network %

Availability Zones
us-west-1a | subnet-07aff7a001005ed34 (public-usw1a)

<

IPv4 address (i Assigned by AWS N
us-west-1b | subnet-0110cd4dadec72e62 (public-uswib) <
IPv4 address (i Assigned by AWS v

Availability Zone (FR1SEUF 14— V=) &R
DESICHELET,

o VPC: %IFEMER LIz VPC ZBIRLET,

« Availability Zone (PR1SEUF 11—V —
V) EBEDTRASEUF— V=V EFIIC
L. mADNTUvOT TRy FERIRLET,
IPv4 77 RL X% Assigned by AWS (AWS* IC
FOTEIDYT) ICRELET,

Next: Configure Security Settings (XN : £%aU
TI—REERTI) MYV EIUYILET,

8.3.34 tF¥aVUFr—EE

CDORATYITTITIHREIEHDERA. Next: Configure Routing CRN : IW—F 1V I RBETD) MYV EIUVILET,
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83.3.5 IW—TFTIVIDHRE

Step 3: Configure Routing

health checks on the targets using these health check settings. Note that each target
balancer.

Target group
Target group (i Existing target group ¥
Name (j ema-web v
Target type Instance
P
Protocol (j TCP v
Port (j 443
Health checks
Protocol (j TCP '

Your load balancer routes requests to the targets in this target group using the protoc

Step 3: Configure Routing (RFv 7 3 : L—F 1V I DRE) T,
Target group (59— v T IL—7) ZATOLSICERELEFT,
« Target group (¥—'y LT IL—T) :BEFZDT -5y =T )L—
7

o Name (®&#i) : &IFEMERLIE TCP/443 59— v T )L—TF
DEFIERIRLET,
5 : ema-web

Next: Register Targets (RN\: 54—y F&EHFTD) Ry =2oUY
ILET,

8.3.3.6 H—UvhDER

Step 4: Register Targets

@ Configure Security Groups
The security groups for your instances must allow traffic
from the VPC CIDR on the health check port.

Register targets with your target group. If you register a target in an
enabled Availability Zone, the load balancer starts routing requests to the
targets as soon as the registration process completes and the target
passes the initial health checks.

Registered targets

The following targets are registered with the target group that you
selected. You can only modify this list after you create the load balancer.

Instance Port
i-06364ced48ee5bb96 443
i-0a6a82fc33afalcf7 443
Cancel Previous Next: Review

BRBEHOI—TYRELT 2 DOIVRIVANURRENTLST
EERERBLET,

Next: Review (RN : ##58) Ry V& IUVILET,
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8.3.3.7 &R
Step 5: Review (AFv 7 5 : fEER) T, UWRICHRI B FILEB L SEBRICHEOTVWD AL, Create (fER) Ry EIUVILET,

Step 5: Review

Please review the load balancer details before continuing

¥ Load balancer Edit

Name ema-web-balancer
Scheme internet-facing
. Port:443 - Protocol: TCP
Listeners
Port:8084 - Protocol: TCP
IP address type ipv4
VPC vpc-05506a755ff48bf6e (intel-ema-network)

subnet-07aff7a001005ed34 (public-uswia),
subnet-0110cd4dadec72e62 (public-usw1b) a

Tags

Subnets

~ Routing Edit
Target group Existing target group
Target group name ema-web
Port 443
Target type instance
Protocol TCP
Health check protocol TGP
Health check port traffic port
Healthy threshold 3
Unhealthy threshold 3
Interval 30

Cancel Previous

8.3.4 O—RNFUY—EEXI—ILDEIE

R—b 443 URF—OEEY Y HFELWTID, ELWIY—5Y RTIIL—T(CEETBHICR— 8084 DURF—%iRE, EEITILE
NHOET,
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8.3.41 O—R-NFUY—-URF—-DiRE
ok htNeaas o Llsin fERLIeO—RN\S YT —&EIRLET,
ema-web- provisioning vpcossoearssiiae | Listeners (URF—) 5T &BIRLET,
Load balancer: eMa-web-balancer _N_Nal TCP/8084 URF—DHEDF Ty IRy IR =AVICL
Description Monitoring  Integrated services  Tags &7
Alistener chefks for connection requests using its configured protocol and port, and the load balancer uses the Edit (&5R) M5~V =2OUyILET,

Add list zner Edit Delete

Security policy SSL Certificate  ALPN policies
N/A
N/A N/A
N...d7449b4094cd34d1 ~
N/A

TCP : 8084
N/A
arn...40417262198b8abc ~

N/A

listener ruleg'to route requests to targets. You can add, remove, or update listeners and listener rules.

Default action

Forward to ema-web

Forward to ema-web

8.3.4.2 TCP/8084 URF—iREF U/ aV=EMLET,

Vel
G Listeners ema-web-balancer | Fo N 2]

View/edit listener. Each listener must include one action of type forward.

Update

ema-web-balancer | TCP : 8084

Listeners belonging to Network Load Balancers check for connection requests using
the protocol and port you configure. Each listener must include a default action to
ensure all requests are routed. Learn more

ARN
arn:aws:elasticloadbalancing:us-west-1:802420695018:listener/net/ema-web-
balancer/9faa96fc630182c2/40417262f99b8abc

Protocol : port
Select the protocol for connections from the client to your load balancer, and enter a port
number from which to listen to for traffic.

TCP b 8084

Default action(s)
Indlicate how this listener will route traffic

1. Forward to... o

ema-websocket b

WebSocket URF—ICEEETBED, T IAIN DT O avAEZEL
ESCH

Update (B#i) R5 &0 v ILET,
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8.4 Swarm FST7a4vIRBEORYED—S-O0—R-N\NSVY—DIER

8.4.1 O—RNSVY—DIER

¥ Load Balancing
Load Balancers You do not have any load balancers in this region.

Target Groups wew

;la;;n;r;t(imups FTTE EC2* & R/\—® Load Balancing (O—F:/\5>< %) T, Load
. Balancers (O—F/\S Y —) ##IRL, Create Load Balancer
N Q Filter by tags and attributes or search by keyword ( O— FI\'5 y_u__EfEm) 7&7 U w 7 L,i_g"o

Name - DNS name ~ State

8.4.2 O—RNFUYY—DFITDER

Network Load Balancer (Rv kD=5 -O0—K:-NZVY=)DEH

8.43 O—RNTVY—DHRE

8.43.1 EAXRTE

1. Configure Load Balancer 2. Configure Security Settings 3. Configure Routing

Step 1: Configure Load Balancer

Basic Configuration

To configure your load balancer, provide a name, select a scheme, specify one or
select a network. The default configuration is an Internet-facing load balancer in 1
with a listener that receives TCP traffic on port 80.

Name (i ema-swarm-balancer
Scheme (j @ internet-facing
Ointernal

ERREZADLET,

Name (8#]) : —EDBAIZANLET,
5l : ema-swarm-balancer

Scheme (XF—L4):internet-facing (1 5 —xXv
)
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8432 URF—

Listeners
A listener is a process that checks for connection requests, using the protocol an
configured.

Load Balancer Protocol Load Balancer Port

Tor g

Listeners (URXF—=) o3>, NTo7Ookail
BLOR—FCDVWTURF—EBILETY,

« TCP 8080

8433 FRASEUFA—-V=Y

Availability Zones

Specify the Availability Zones to enable for your load balancer. The load balancer routes traffic to the targets
in these Availability Zones only. You can specify only one subnet per Availability Zone. You may also add
one Elastic IP per Availability Zone if you wish to have specific addresses for your load balancer.

Create and manage Elastic IPs in the VPC console (4

VPC (i vpc-05506a755ff48bf6e (10.250.0.0/24) | intel-ema-network ¥
Availability Zones
us-west-1a | subnet-07aff7a001005ed34 (public-usw1a) &
IPv4 address (i Assigned by AWS <
us-west-1b | subnet-0110cd4dadec72e62 (public-usw1b) <
IPv4 address (i Assigned by AWS v

Availability Zone (FR1SEUF 14—V =) &R
DESITERELET,

« VPC: EIFEMEMLE VPC ZBIRLET,

« Availability Zone (PR1SEUF 11—V —
V) EADTRASEUT 1 —V =V EBRIC
L. BADNTUYIHTRY FEBIRLET,
IPv4 77 RL X% Assigned by AWS (AWS* IC
FOTEIDET) ICERELET,

Next: Configure Security Settings (X : £¥%aU
FA—REERTD) NSV EOUVILET,

8.4.3.4 tFaVUFs—RE

ZDOATYTTITOREIEIHDERA. Next: Configure Routing ORA : =TV T REBETD) MYV EIUVILET,

8.43.5 IN—FT1VIDHE

Health checks

Protocol (j TCP v

Cancel Previous Next: Register Targets

1. Configure Load Balancer 2. Gonfigure Security Settings 3. Configure Routing Step 3: Conﬁgure Routing (Zj_-\yj 3: )l,—j_-,r‘/ga)ggfé) ﬁ\
— W 1, — M= SR
Step 3: Configure Routing Target group (79— b T —7) ZLTDLSICRRELFT,
Your load balancer routes requests to the targets in this target group using the protocol and — _ . YN S
port that you specify, and performs health checks on the targets using these health check ‘ TargEt group (9 9“ 7 Fg)l’ 7) ) E}Eﬁ@g TYRIIL
settings. Note that each target group can be associated with only one load balancer. 70
Target group - Name (B 8i): GIFEMER LT TCP/8080 5—4'y kI —TF
Target group i Existing target group - 0)% Eﬁ%%ﬂ'—\l bi?’o
#l : ema-swarm
Name (j ema-swarm v
Target type
e Next: Register Targets (RN : ¥ —5'y FEERTB) RV EIUY
ILET,
Protocol (j TCP v
Port (j 8080
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8.43.6 H—UvhDER

BRBEHOI—TYRELT 2 DOIVRIVIANURRENTLST
EEFERBLET,

Next: Review (RN : fEFR) Ry V& IUYVOLET,

8.43.7 k&

gﬁl

Step 5: Review (RFv 7 5 : f:R) T, URICTRI VY FINEBRESTRERICHEO TVD L =/ERL, Create (fERE) RV ZIUVILET,

1. Configure Load Balancer 2. Configure Security Settings 3. Configure Routing

Step 5: Review

Please review the load balancer details before continuing

¥ Load balancer

Name

Scheme
Listeners

IP address type
VPC

Subnets

Tags

¥ Routing

Target group

Target group name
Port

Target type

Protocol

Health check protocol
Health check port
Healthy threshold
Unhealthy threshold
Interval

Edit

ema-swarm-balancer

internet-facing

Port:8080 - Protocol: TCP

ipvéd

vpc-05506a755ff48bf6e (intel-ema-network)
subnet-07aff7a001005ed34 (public-usw1a),
subnet-0110cd4dadec72e62 (public-uswib) a

Edit

Existing target group
ema-swarm

8080

instance

TCP

TCP

traffic port

3

3

30

Cancel Previous

8.4.4 O—F/N\Z2Y—0 DNS BN

O—F/I\S> 5 —0 Description (FBF) ¥ 7ICRD, DNS BEXELET, 1VTIL°EMA DT - b5 T714v0HBLY Swarm 35 T7«1vo%=0—
RS VY —ICEET D28, DNS FONAT—ICHRILDRAALVZICDWT CNAME LO—FEERTEET,
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Name ~ DNS name ~ State

ema-swarm-balancer ema-swarm-balancer-2dd41f...  active
@ ema-web-balancer ema-web-balancer-9faa96fc... active
Load balancer: ema-web-balancer [
Description Listeners Monitoring Integrated services Tags

Basic Configuration

Name ema-web-balancer

ARN arn:aws:elasticloadbalancing:us-west-1:802420695018:loadbalancer/net/emr
balancer/9faa96fc630182¢2 (2]

DNS name ema-web-balancer-9faa96fc630182c2.elb.us-west-1.amazonaws.com EE
(A Record)
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9  {J£& A - Active Directory* & ICEE9 SE:C

BB VERACVICSINEE, AD RBAEFEATEDRLSICTBHIC, Active Directory* & AWS* Z BT DA EIFEBHDET, BlD
Z-RFZEEHFRIH, KMIFETE, BFEOAYTILEX - TrLORI—ZZOEMNTI ST RICHRT BHOLKDINDEY FERIELET,
OZOR-FOAF—E B, B —EXZZELEYT, Z0OrRS, XEBEOVI1—Y3avET7OC9BRIC, EYRRICEDELRY
Ua—2av =BT dRNENHDERT,

AWS* T Active Directory* H—EXDFMICDLTIE, WTOUVIESBLTIESL,

https://docs.aws.amazon.com/directoryservice/latest/admin-guide/what_is.html
https://aws.amazon.com/blogs/security/how-to-connect-your-on-premises-active-directory-to-aws-using-ad-connector/
https://docs.aws.amazon.com/directoryservice/latest/admin-guide/directory_ad _connector.html
https://docs.aws.amazon.com/directoryservice/latest/admin-guide/prereq_connector.html
https://docs.aws.amazon.com/directoryservice/latest/admin-guide/ad connector best practices.html
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https://docs.aws.amazon.com/directoryservice/latest/admin-guide/directory_ad_connector.html
https://docs.aws.amazon.com/directoryservice/latest/admin-guide/prereq_connector.html
https://docs.aws.amazon.com/directoryservice/latest/admin-guide/ad_connector_best_practices.html

10 Active Directory* fiGD7—FTFU0Fv—H

101 V0N -=N—=-FTOCLAXVF

./ TCP/443, 8084
@5, 'CF/443, 8084 /@ ™

Ly
Web browser /

EMA users

Windows SQL Server
Server RDS instance
(EMA VM) Single-AZ
| S—
VPN
TCP/8080
A t AD Connector
gents \ On-premise Active

Directory

10.2 AAY—N\—-FTOC XV~

EC2 target group \

s TCP.!’443, 8084 5 =]1 Windows -
S\ Public TP : Sanar I
nen | (EMAVM 1) -
Service Desk Network Load Balancer | I
[TCP/8092-8094, I
- 8089 ]
: i

I Windows SQL- oo

—roreomn i Sover | FoS e
... PubliciP (EMAVM2) |

-k _________ — *
Intel Active Network Load Balancer VPN A
Management \

Technology AD Connector

On-premise Active
Directory

10.3 AWS* AD Connector Z{ER Lz Active Directory* 95 EADHER
O VPN ZERLTAY TLER Ry bO—OICHERL, XY OV b O—S5— OEFRERHLET,
O VPN QUE— (AVTFLZR) TYRERTHRIV— 5 — I &ERLET.
Q VPN & VPCETIL—FT1 VIR IBEREBTSAR—- T =D/ =2ERLET,
0 RETSAR—h-Z—kY11% VPC [CFPHYFLET.
Q HLWHRITY— T —rDz1& VPG ZRBIRLT, VPN EBHEEIERLETD,
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Q BRIL—FT1VT - ATV 3V%ERL, VPN ERCTHRTEDIRY FDO—OZAALET, TNICIE, A
VILEAORAAY A b O—5—&EHFET,

Q FYRILVFZRLABELVDF—IE Amazon TEKTETET,
Q tAORAINEREICHIITRIES, VPN ERREESY U O0—RLET,

Q VPCI)IL—rF7—7)L%=#ER L. Route Propagation (JL—MMziE) #BRICLET, UKD, VPN E#ICES
EfRIFenfe)l—N VPC XY D —OTERTEDILSICIEDET,

Q AY7L =X AD 70+ —& L TE< AD Connector UV —RZ{ERLET,
Q AD Connector #5 (LU ~J—- 91 TELTGERLET,
Q YR—rIBIRBEOHDIATI I RICE LT LI — A XERBIRLET,
Q VPC & 2 DOELGDI T TRy LERIRLET,
Q #EREOAVILEZZ-TALONI—DEREANLET,
Q Y—ERT7ANVYEMBERIEITERELTIIZE,

Q DHCP A7 avmtzy befER L, VPC LEEM T, RBYVDIELL DNS B —/N\—BLUVR A VB ZZ (TN
BEIICLET,

O Active Directory* RX4>&Z& DNS —/N\—%ZRMLFET, ZOMD/INSTAXA—5—FEETT,
Q VPCIC#EIL, DHCP A7 avtwy hEBEEMITET,

Q EC2* RV AV RIVRAERETDESE, FXAVYBMOATY a3V = ERLT, VM BBEINIC AD RXAIC
BMIBKIICLET,
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